Applications Manager Master Linux installation New

1.  Create a UNIX operating system account on the appropriate host. 
The default shell for the account must be either KORN or BOURNE shell. The C shell (csh) and BASH shells (Linux) currently are not supported. The account name can be any valid UNIX name. In this manual, we represent the UNIX login name as am. You must be logged into the Applications Manager UNIX account when you perform the install.
2.  Pick or create a directory into which you will install Applications Manager. 
It is usual practice to set the home directory for the Applications Manager UNIX account (in .profile) to the install directory for Applications Manager. In this manual, we typically represent the install directory as /home/users/am.
3. If you will be installing an automation engine and local agent, ensure that the environment allows Applications Manager access to the database it will use for its repository by modifying the .profile file for the Applications Manager UNIX account.

When the Database Is on a Different Machine than the Automation Engine
If the database is on a different machine than the Applications Manager automation engine, you must set the TWO_TASK variable. To set TWO_TASK, add the following line to the $AW_HOME/site/sosite file where <Oracle Sid> is the actual name of your Oracle Sid:
TWO_TASK=<Oracle Sid>; export TWO_TASK
Creating the Database Account
Before installing Applications Manager, create an Oracle database account for the Applications Manager repository.
[bookmark: kanchor8][bookmark: kanchor9]After creating the UNIX account or Windows user, the next step is to create the database account. In Applications Manager 9.1, Oracle11g (11.1.0.6+) and 12c databases are supported. If you are using Oracle RAC, see Configuring Applications Manager for Oracle RAC.
Requirements
[bookmark: kanchor10][bookmark: kanchor11]When you create the database, set the following parameters:
1. Shared_pool_size: 20 megabytes minimum
1. Database table storage and indexes: 150 megabytes minimum
1. Database db_block_size: 8K minimum
1. Processes: 100 or greater
Procedure
[bookmark: kanchor12]To create an Oracle account for Applications Manager:
1. Log into the database where you will be creating the Oracle account for Applications Manager and issue the following command:
grant connect, resource to <am> identified by <password>;
1. To give the Applications Manager account the privileges required to create tables, views, indexes, procedures, triggers and sequences, issue the following commands:
alter user <am> default tablespace <tspace>;
alter user <am> temporary tablespace <tmpspace>;
In the commands above, replace <am>, <tspace>, and <tmpspace> with appropriate values for your system.
[bookmark: kanchor13]If you do not set the default and temporary tablespaces for the Applications Manager account, all the Applications Manager database objects will be created in the system tablespace.
1. To prevent the Applications Manager installation script from prompting for the Oracle sys password, you can grant the appropriate privilege to a system table ahead of time. Make the following grants from the Oracle sys account:
grant select on v_$session to <am>;
grant select on v_$lock to <am>;
grant select on v_$locked_object to <am>;
grant create view to <am>;
grant create procedure to <am>;
grant create trigger to <am>;
grant create table to <am>;
grant create database link to <am>;
ALTER SYSTEM FLUSH SHARED_POOL;
grant execute on dbms_sql to <am>;
grant execute on dbms_pipe to <am>;
grant execute on dbms_lock to <am>;
grant execute on dbms_output to <am>;
grant alter session to <am>;
grant create synonym to <am>;
grant select on v_$sqltext to <am>;
grant select on v_$sqltext_with_newlines to <am>;
If you have multiple automation engines running in the same database, and you try to install a new automation engine in the same database, you may have trouble granting access to dbms_pipe. If you have trouble, try stopping the other automation engines.
Notes for Oracle 12c
When using Oracle 12c database and you have an Oracle Enterprise Edition multi-tenant system or Oracle Standard Edition single tenant system, you must install Applications Manager into a pluggable database (PDB) within a container. Your DBA is responsible for creating the pluggable database. Oracle 12c non-CDB/PDB configurations are identical to Oracle 11g databases.
Oracle 12c requires the following additional grant: 
GRANT UNLIMITED TABLESPACE TO <am>;
This is a new requirement as of this release, because the RESOURCE role no longer grants the UNLIMITED TABLESPACE system privilege by default.
You can change UNLIMITED to 100M or whatever size you feel is appropriate as shown below if space is a concern.
ALTER USER <am> QUOTA <size> ON <tspace>
All the installation related SYS accounts and passwords are for the PDB (each PDB has its own SYS account just like a database instance prior to 12c).
(Re)granting Access After Rebuilding the Oracle Database
[bookmark: kanchor14][bookmark: kanchor15][bookmark: kanchor16]If you rebuild the Oracle database where Applications Manager is installed any time after an initial Applications Manager installation, you must (re)grant select execute access to the Oracle system table (SYS.V_$SESSION) and execute to the procedures dbms_pipe, dbms_lock, and dbms_application_info. To do this, you must run the sysdba.sql script located in the Applications Manager sql directory.
To run the script, log into SQL*Plus using the Applications Manager login and password, then type 'start sys'. The script will prompt you for the sys Oracle password then grant select access to the SYS.V_$SESSION system table and the procedures. You can also regrant access by executing the SQL statements shown above in Step 3.
Dropping the Database Pipe
If you must drop an Oracle user, you must first drop the database pipe by running the following SQL*Plus script logged in as that particular Oracle user (otherwise you will have to stop and restart the database before you can reinstall):
declare ret number;
begin
dbms_pipe.purge('<user name>PIPE_MASTER');
ret:=dbms_pipe.remove_pipe('<user name>pipe_master1');
end;
Where <user name> is the name of the Oracle user and is not SYS or SYSTEM.
Then login as sys or system and execute the following statement:
ALTER SYSTEM FLUSH SHARED_POOL
To drop the user, log into Oracle as SYS and issue the following command:
drop user <user name> cascade;
System Information Required for the Installation
The Applications Manager installation requires some detailed information about your system.
Applications Manager is a complex product that draws on many elements of your system to work correctly. To complete the installation successfully, you will need to provide a variety of system information. The information required is detailed in the table below.
Applications Manager makes every attempt to analyze your system and present default values. These values are displayed in brackets [  ] next to each question in the UNIX installation, and in the fields in the Windows installation.
	Parameter 
	Default Value 
	Description 

	Install Apache now?
	Y
	If you do not already have the Apache Web server installed, you can do so during the Applications Manager install.

	Install Automation Engine's agent?
	Y
	You would only answer N in to install a second RMI server without a local agent for failover as described in topic Installing a Second RMI Server for Failover.

	Automation Engine name
	none
	Before you choose a name: When choosing a name for the Applications Manager automation engine and local agent, do not use any of the following reserved words: ALL, APPWORX, AWCOMM, AGENTSERVICE, AWAPI, RMI, RMISERVER, AGENT, and MASTER.
The name can be up to 30 characters in length.

	Automation Engine IP or host name
	none
	The IP address.

	Applications Manager Oracle login name, and password.
	none
	This is the login name, and password to the Applications Manager Oracle database account you set up.

	Oracle SQL*Net connect string
	@
	This is the Oracle SQL*Net connect string (if used) to the Applications Manager Oracle database. A connect string is required for Oracle 12c, or when installing Applications Manager into a remote database. For local database installations, that do not require a connect string, accept the default value of an @ sign when prompted.

	Oracle service name
	none
	This is the Oracle system identifier (or PDB service name for Oracle 12c). Check with your DBA for the correct value.

	Full path to SQL*Plus
	none
	For Windows installations only. Points Applications Manager at the correct database if there are multiple databases on the same machine.

	Full path to SQL*Loader
	none
	For Windows installations only. Points Applications Manager at the correct database if there are multiple databases on the same machine.

	Oracle instance IP or host name
	none
	This is the IP address or DNS name of the machine where the Applications Manager Oracle database is installed.

	Oracle listener port
	1521
	This is determined by a setting in Oracle.

	Virtual day start time
	00:00
	This is the time when your daily processing day starts (usually 00:00 for midnight).

	Time zone
	none
	The time zone for the automation engine.

	Host name and port for SMTP server
	none
	Applications Manager can send out notifications of events via email. If you wish to use this feature, you will need to enter the host name and port number of your SMTP server.

	Email address for notifications
	none
	The email address you want as the sender for notifications.

	AWCOMM port
	2136
	The awcomm process provides a port directory service for the Applications Manager automation engine and agents. It is the first process that comes up when you start Applications Manager.
Port 2136 is registered with the Internet Assigned Numbers Authority, so you should not need to change it. If you do need to change the port number, you must edit the AWCOMM_PORT setting in the awenv.ini file. For more information on the awcomm port, see the Administration Guide.

	Automation Engine require its own RMI server
	Yes
	The automation engine must use its own RMI server.

	RMI registry port
	1099
	The client uses this port when it makes initial contact with the RMI server.

	RMI data port
	0
	Required if there is a firewall in front of the RMI server. Client data uses this port in order to pass through the firewall.


Additional Required Information if a Firewall Is Installed on the Automation Engine Machine
The following information is needed if a firewall is installed on the automation engine machine. After specifying ports for the automation engine machine, you need to open the ports for inbound and outbound communication. For more information, see Overview of Firewall Settings.
	Parameter 
	Description 

	RMI Server Port
	The return port the agents' AgentService process uses to communicate to the automation engine. This lets TCP/IP pick random ports each time the processes are started. This is the typical situation when a firewall is not in place.
This port is only ever specified in the automation engine's awenv.ini file.

	RMI Data Port
	The listener for the RMI server. Needs to be specified when a firewall is on the automation engine machine.

	Client RMI Port
	Needs to be specified when a firewall is on the automation engine machine.
Applications Manager will use the specified port number for the RMI server. If 0 is specified in the ClientRMIPortNumber line, no firewall settings are configured and the ports are chosen randomly.



Running the Installation Script
The installation script installs Java; the Apache Web server; the RMI server; and the Applications Manager database, automation engine, and local agent.
[bookmark: kanchor17][bookmark: kanchor18]After preparing the installation files, the next step is to run the installation script. The installation script installs the RMI server and the Applications Manager database, automation engine, and local agent. It also gives you the option of installing the Java run-time environment and Apache Web server.
In a typical installation, you install one automation engine and one local agent on a host. Under certain circumstances, you may want to install two or more agents on the same host. For a description of how to run multiple agents on one host, see Installing Multiple Automation Engines on One Host.
Automation Engine and Local Agent Names
When choosing a name for the Applications Manager automation engine and local agent, do not use any of the following names: ALL, AWCOMM, AGENTSERVICE, RMI, RMISERVER, AGENT, MASTER. These are Applications Manager process names, and if used, can cause problems with start and stop commands issued by Applications Manager.
Applications Manager Client URL
[bookmark: kanchor19]During the installation, you will be given the URL used to connect to the Applications Manager client server. Be sure to write down this URL for future reference. It also is available in the aw_install.log file located in the Applications Manager install directory. Search for the text 'URL for future reference'.
Running the UNIX Installation Script
In UNIX, when you run the installation script, Applications Manager displays the default information for prompts in brackets [ ]. You can accept the default by pressing the Enter key at the prompt, or type in a response and press the Enter key.
[bookmark: kanchor20]To run the installation script:
1. Log into the Applications Manager UNIX account. 
If necessary, change to the directory where you want Applications Manager installed.
You must be logged into the Applications Manager UNIX account or be logged in as the appropriate Windows user, and be in the Applications Manager directory for the installation procedure to work correctly. Moving the files after the installation is complete requires some effort. It is best to install into the correct directory the first time.
In UNIX, if you transferred files to a staging directory, verify that all the Applications Manager files are owned by the Applications Manager UNIX login and group. If they are not, the installation will fail. Use the chown and chgrp commands to modify the ownership if necessary.
1. [bookmark: _GoBack]From the directory in which you want Applications Manager installed, run CDINST.SH on the host.[image: ]
sh /home/qa4/user_tests/ard/v911/SOLARIS.AIX.LINUX.WINDOWS/V9/cdinst.sh
Be sure to set permissions for the CDINST.SH file. They should be 755 (rwxr-xr-x)
1. Follow the on-screen prompts using the information from topic System Information Required for the Installation.
1. When presented with the menu of installation options, choose the following option and continue.
01 Initial install/upgrade from prior version
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Setting value MasterAgentEncryption=Yes (NuLl}
Setting value RMIRegistryPortNumber=6101 {NuLl}
Setting value FireWall=No {NuLl}

Setting value apache installed=Yes {NuLl}
Setting value etc/httpd {NuLl}
Setting value APACHE PORT=80 {NuLl}

Setting value RMIHosTID=172.16.148.162 {NuLl}
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pplications Manager Oracle Password

Writing Masters.properties

creating/Rewriting Sosite file

Setting value remove links=No {NuLl}
Setting value update repository=No {NuLl}
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[qa4@vwaszsb01 ard]$ cd dougsvoll
[ga4@vwaszsb01 dougsv9lll$ sh /home/qat/user_tests/ard/vo11/SOLARTS.ATX.LINUX.WI]
[NDOWS /v9/cdinst . sh

cainstall:

Applications Manager CD Install Utility for UNIX V1.0
Copyrignt 2007

Zutomic Software Gmbi

[List of supported Platforms:
1 sun solaris Sparc 9, 10, 11 32-bit
Sun Solaris Sparc 9, 10, 11 64-bit
HE-UX Itanium 11.23+
IS ATX 5.3+, 6, 7
Linux Distributions
* Red Hat Linux (AS/ES) S, 6
* Oracle Linux (GEL) 5, 6
* SUSE SIES 10, 11
Note: 0s400, VMs, RME, 70S no longer supported.
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