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28th July 2017
To:         CA Advanced Authentication Customers
From:     The CA Technologies Advanced Authentication Product Team
Subject:  General Availability Announcement for CA Advanced Authentication 9.0

On behalf of CA Technologies, we appreciate your business and the opportunity to provide you with high-quality, innovative software and services.  As part of our ongoing commitment to customer success, we regularly release updated versions of our products. Today, we are pleased to announce that CA Advanced Authentication 9.0 is now available. 

CA Advanced Authentication 9.0 provides several new capabilities that enable easier deployability and upgradeability, improved automation and integration, and enhanced scale and security:

· REST-based APIs
CA Advanced Authentication now enables operational automation and easier integration into your ecosystem via RESTful APIs for configuration and for invoking Strong Authentication and Risk Authentication services.

· Enhanced High Availability
CA Advanced Authentication supports active-active database configuration so that you can deploy load-balanced, geographically-distributed instances to protect your large-scale business-critical applications.

· Customizable CA Adapter (AFM) 
CA Advanced Authentication’s CA Adapter component now facilitates simple setup of custom look-and-feel/ branding and configuration of authentication flows which will lead to easier deployments and faster upgrades.

· Support for HMAC-SHA2 family
CA Advanced Authentication now supports the use of hardware tokens leveraging newer and more secure hashing algorithms (beyond HMAC-SHA1) for improved security

· 64-bit architecture 
[bookmark: _GoBack]CA Advanced Authentication now relies on native 64-bit architecture for the Strong Authentication and Risk Authentication servers and provides improved performance and scalability

· Simplified installer and enhanced upgrade tool
CA Advanced Authentication now comes with a simplified installer which greatly reduces the manual steps and configuration required during deployment. Also, the Upgrade tool has been enhanced to provide an easy one-step upgrade from older 6.x and 7.x versions of Advanced Authentication to the 9.0 version.

In addition, CA Advanced Authentication 9.0 addresses several reported functionality issues and delivers support for several up-to-date platforms. Please refer to the CA Advanced Authentication 9.0 Release Notes at https://docops.ca.com/display/AA9/Release+Notes for additional details and a more complete list of capabilities delivered with this release. 

We also encourage you to visit the CA Advanced Authentication product information page on the CA Support Online website at https://support.ca.com/ for more information. To connect, learn and share with other customers and partners, join and participate in our CA Advanced Authentication Community at https://communities.ca.com/community/ca-security.
 
Should you need any assistance in understanding these new features, or implementing this latest release, our CA Services experts can help.  For more information on CA Services and how you can leverage our expertise, please visit www.ca.com/services.   

For a list of training courses please visit the CA Learning Paths and select the desired product. 
Note: Courses are updated based on functional impact as well as demand; therefore, courses created from previous releases may apply to the current release. 

To review CA Support lifecycle policies, please review the CA Support Policy and Terms located at: https://support.ca.com/.  

Thank you again for your business.
The CA Advanced Authentication Product Team 
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