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Excessive disk I/O by LuCallbackProxy.exe, which is a SEP (Symantec Endpoint Protection)
process. Note that there are two instances of this process running. PC was locked up for all
intended purposes. The LuCallbackProxy peaked out at over 12million 1/O reads.
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