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February 21, 2017

To:         CA Privileged Access Manager Customers
From:     The CA Technologies Privileged Access Manager Product Team
Subject:  CA Privileged Access Manager Fix Strategy

Fix Maintenance Methodology
The following statement covers the fix strategy for CA Privileged Access Manager.   The numbering standard for CA Privileged Access Manager Generally Available (GA) product versions is modeled on the ISO standard. The number is of the form x.y.z where 

 x indicates the Version (major) level of the deliverable, 
 y indicates the Release (minor) level of the deliverable and 
 z indicates the Cumulative Maintenance Patch (maintenance) level of the deliverable.
The maintained CA Privileged Access Manager releases are:
	Product Version
	Release Date
	End of Support
	Basic Extended Support* 

	
	
	
	(Paid Option)

	2.8.x
	November 15, 2016
	November 1, 2018
	November 1, 2019

	2.7.x
	September 16, 2016
	April 1, 2018
	April 1, 2019

	2.6.x
	May 8, 2016
	November 1, 2017
	November 1, 2018

	2.5.x**
	November 20, 2015
	November 1, 2017
	November 1, 2018

	[bookmark: _GoBack]2.4.4.x
	April 1, 2015
	March 31, 2017
	N/A

	2.4.3
	February 1, 2015
	March 31, 2017
	N/A

	2.4.2
	October 1, 2014
	March 31, 2017
	N/A

	2.4
	February 1, 2014
	March 31, 2017
	N/A

	2.3
	September 1, 2013
	March 31, 2017
	N/A

	2.2
	March 1, 2013
	March 31, 2017
	N/A 


* If you are interested in learning more about the Basic Extended Support option, please contact CA Support at CA Support Online (https://support.ca.com/), your local CA Technologies Account Manager, Customer Success Manager or CA Customer Care online at http://www.ca.com/us/customer-care.aspx where you can submit an online request using the Customer Care web form: https://communities.ca.com/web/guest/customercare.  You can also call CA Customer Care at +1-800-225-5224 in North America or see http://www.ca.com/phone for the local number in your country.
** CA will continue to support the most current version of the product used for Common Criteria certification outlined in the National Information Assurance Partnership (NIAP) Protection Profile for Enterprise Security Management – Policy Management.  This may extend beyond the stated “End of Support” date listed in the table above and will only pertain to the specific maintenance patch used for the certification.  The current version of the product used for Common Criteria certification is CA Privileged Access Manager v2.5.5.  For more information on CA Privileged Access Manager’s Common Criteria certification, please click this link below:
https://www.niap-ccevs.org/Product/CompliantCC.cfm?CCID=2016.1114



Maintenance Delivery & Timeframes 
CA Privileged Access Manager(PAM) delivers product and maintenance updates using the following delivery methods. The goal of the CA PAM product team is to ensure delivery of all required fixes in a timely manner using three different types of releases. 
· Product Release (Release)
· Cumulative Maintenance Patch (Patch)
· Hot Fix (HF)
Product Release (ie: x.y):   Customer fixes may also be included in Roadmap Product Releases.  These releases typically contain significant new or changed functionality, along with Customer Fixes, and undergo an extensive QA and regression process.   Any enhancements will only be made to the latest GA version of the product.  Generally speaking, product releases are targeted for delivery every six months.
Maintenance Patch (ie: x.y.z ): A maintenance patch is a delivery mechanism used to deliver multiple product updates in a single release vehicle to a specific release of CA PAM.  The Patch typically contains only customer reported defect fixes, but may contain very minor new functionality and features deemed low risk.  Maintenance patches are included in and superseded by the next Cumulative Maintenance Patch, or Product Release.  Maintenance Patches are delivered on top of the current GA version of the product and are delivered on an as needed basis.
Hot Fix (HF): Addresses a single specific product issues, and is targeted at a single, or very limited number of customers.   A Hot Fix ceases to be available or supported once the fix has been released as a part of a subsequent Maintenance Patch or product release.   Hot Fixes are delivered on an as needed basis.
Customers are encouraged, and expected to upgrade to the latest releases as soon as possible to take advantage of fixes and improvements in newer releases.  Fixes delivered in a Product Release or Cumulative Maintenance Patch are not expected to be back-ported to prior versions of the product except in exceptional circumstances.	
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