Linux Remote Agent Installation New
Introduction to Installing a UNIX Remote Agent
Remote agents allow you to run tasks on servers other than the server where the Applications Manager automation engine is installed.
If you want to run UNIX tasks on a server other than the server where the Applications Manager automation engine is installed, you must install an Applications Manager remote agent on the other server. You can have as many remote agents as needed, subject to the number of licenses purchased or being evaluated on a trial basis.
Steps
The basic steps for installing a UNIX remote agent are:
1. Define the remote agent in Applications Manager.
1. Install the Applications Manager remote agent software.
1. Verify the installation.
Before You Begin
Before you begin the installation, you need the following information:
1. Applications Manager remote agent UNIX account login and password
1. Network IP address for the remote agent host
1. Network IP address for the automation engine host
1. Agent name for the automation engine that will control the remote agent
1. A name (up to 100 characters) for the Applications Manager remote agent
When selecting a name for the agent, do not use any of the following names: ALL, AWCOMM, AGENTSERVICE, RMI, RMISERVER, AGENT, or MASTER. These are Applications Manager process names, and if used, can cause problems with start and stop commands issued by Applications Manager.
An Applications Manager remote agent does not require a separate database account. All Applications Manager data is stored in the repository used by the automation engine.
It is possible to install remote agents on the same machine as an automation engine/local agent. To do so, you just need to install the remote agent as a separate OS user and/or use a different IP address/host name when defining the agent in the Applications Manager client.
Accessing the Remote Agent Through a Firewall
When running the remote agent install script, you will be asked if you have a firewall installed. If you answer yes, you will be able to specify values for the following ports:
1. Agent Server Port
1. Agent Client Port
1. Stack Server Port
1. Stack Client Port
It is a good idea to specify the same port numbers on each remote agent to minimize the number of ports you have to keep open on the automation engine's firewall.
After specifying port numbers for the remote agent (as well as for the automation engine), you must open the appropriate ports in your firewall software on the automation engine/RMI server, agent, and client. If you need to change your firewall ports, you can do so by re-running the install script. For more information on the ports you need to open for inbound and outbound firewalls. For more information, see Overview of Firewall Settings.
Defining the UNIX Remote Agent in Applications Manager
You can add remote agents by adding an agent object in Applications Manager and running an install script. Remote agents are used to run tasks on a machine that does not include the Applications Manager automation engine.
The first step to install a remote agent is to define the agent in Applications Manager. If you do not define the agent in Applications Manager, the install script will fail.
[image: http://172.16.148.162/V911/classes/help/Content/AM_Install_Guide/Adding_a_UNIX_agent.gif]
Add agents with the Select Agent Type and Agents windows.
Adding Remote Agents
To add a remote agent object:
1. Open the Object Admin menu, and choose Agents.
Applications Manager displays the Agents Selector window shown above.
1. On the Agents Selector window, click the New button.
Applications Manager opens the Select agent type window.
1. Select STANDARD and click OK.
1. Fill in the fields and click OK to save. 
Some important fields to know about when defining a new remote agent are described in the table below. For a description of all fields on the Agents window, click the Help button.
	Field 
	Description 

	Name
	The name can be up to 30 characters long. If you install two or more remote agents on a machine, do not give them the same name (even if they report to different automation engine instances). The following are reserved words that cannot be used for automation engine or agent names: ALL, APPWORX, AWCOMM, AGENTSERVICE, AWAPI, RMI, RMISERVER, AGENT, and MASTER.

	Description
	A description of an agent can be up to 30 characters long.

	IP address
	The IP address or DNS name.

	CPU Limit
	Defines the percentage of CPU usage where Applications Manager will spawn no new tasks. When an agent reaches its CPU limit it will go into a CPU WAIT agent status. Tasks waiting to run on an agent that has reached its CPU limit will go to an AGENT WAIT status. The default is 80% for newly created agents or 99% for agents that were upgraded from a version of Applications Manager before this feature existed. You can see actual CPU usage percentages for agents in the Cpu column on the Agent Summary on the Explorer window. The CPU usage is updated about once every minute for each agent and the automation engine.

	Thread schedule
	Sets the maximum number of concurrent tasks that can run on the agent at one time in all queues.
Editing the thread schedule of the automation engine/local agent from this field will change the setting for only the local agent.
Thread schedules can be changed for the automation engine and agents from the Explorer window.

	OS type
	Indicates that the operating system is UNIX.

	User
	The operating system user for the agent. The user selected determines the Awexe range assigned to the agent. Be sure your agents are assigned to a user with the full Awexe range, which is 1000-9999. Users assigned to a remote agent require an Awexe range for the agent to start.
This user should never be SQLOPER.


Defining Multiple Agents on the Same Instance
To define multiple agents on the same instance, simply create additional agent objects with the same IP address and User. You will only need to run the agent install the first time.
If you have two or more agent installs on the same remote machine from a previous Applications Manager version, it is necessary to assign them each a unique OS user.
Installing the Remote Agent
The second step is to install the remote agent by running the CDINST.SH script.
[bookmark: kanchor32][bookmark: kanchor33]After defining the remote agent in Applications Manager, the next step is to install the remote agent by running the CDINST.SH script on the remote host.
Run the Install Script
On the host where you want to install the agent, run CDINST.SH from a staging directory. The installation script creates the required directories and moves the programs into the proper directories.
During the installation process, Applications Manager displays default values in brackets [ ]. The values will be different for each system. You can accept the default values by pressing the Enter key at the prompt, or override the default values by typing in a response and pressing the Enter key.
Procedure
[bookmark: kanchor34]To install an Applications Manager UNIX remote agent:
1. Log into the Applications Manager UNIX account on the remote host, and if necessary, change to the directory where you want the Applications Manager remote agent installed.
You must be logged into the Applications Manager UNIX account and be in the Applications Manager directory for the installation procedure to work correctly. Moving the files after the installation is complete requires some effort. It is best to install into the correct directory in the first place.
If you transferred files to a staging directory, verify that all the Applications Manager files are owned by the Applications Manager UNIX login and group. If they are not, the installation will fail. Use the chown and chgrp commands to modify the ownership if necessary.
1. From the directory in which you want the agent installed, run CDINST.SH on the host.
Be sure to set permissions for the CDINST.SH file.
After completing the initial install, you can run agentinstall and bypass cdinst by typing:
sh agentinstall
The agentinstall program can be used to modify the current agent-related parameters for the Applications Manager installation.
1. Follow the onscreen prompts.
1. After completing the installation script, enter the command as shown below to establish the proper environment, or log out of UNIX and back in.
. .profile
The following lines have been added to $AW_HOME/.profile during the installation process:
AW_HOME=/apps/appworx_a;export AW_HOME
. /apps/appworx_a/site/sosite
Assign Applications Manager environment variables in sosite, not in .profile.
1. Start the Applications Manager processes using the startso command on the remote agent.
Verifying the Installation
[bookmark: kanchor35][bookmark: kanchor36]After you complete the installation, start the Applications Manager network listener, obtain the authorization key, and start the Applications Manager automation engine and agent processes/services, you should verify that the Applications Manager remote agent is installed correctly and ready to start processing tasks. A good test is to run an Applications Manager job, such as TEST_JOB on the remote agent and view its output files.
For detailed instructions on running the TEST_JOB, see Verifying the Installation.
Installation Complete
You have verified the remote agent. This is the last step in the installation procedure
[bookmark: _GoBack]
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