..

From: SEP SBE Alerts <alerts@spn.com>

Sent: Tuesday, December 17, 2019 3:29 PM

To: i

Subject: Multiple High-Risk Intrusions Detected on SERVER.BRG.local

Symantecrm Endpoint Protection Small Business Edition

Our system has detected 35 intrusions on SERVER«illllllaskiithin group Default Group.

Incident Date Status IPS Alert Name Attack Signature

12/17/2019 2:51:54 PM Blocked Qltéiilé:dén intrusion attempt was iiﬁb?&nzlgfgcted: Trojan.Backdoor
12/17/2019 2:51:39 PM Blocked ﬁ\lté?:i:dén intrusion attempt was igtsi:c’?tr;;ggacted: Trojan.Backdoor
12/17/2019 2:51-:39 PM Blocked ﬁlzii:dén intrusion attempt was igﬁieit;n;nfected: Coinminer
12/17/2019 2:51:34 PM Blocked Qlt;iii;:dén intrusion attempt was iizbeitr;gfgcted: Trojan.Backdoor

Please note: only the 5 most recent intrusions are displayed, for additional details please
log into the management console.
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