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| December, 28th 2017To: CA Rapid App Security CustomersFrom: The CA Rapid App Security Product TeamSubject: General Availability Announcement for CA Rapid App Security 2.5On behalf of CA Technologies, we appreciate your business and the opportunity to provide you with high-quality, innovative software and services. As part of our ongoing commitment to customer success, we regularly release updated versions of our products. Today, we are pleased to announce that CA Rapid App Security 2.5 is now available. CA Rapid App Security 2.5 new features:• **Risk Evaluation:** Integration with CA Advanced Authentication now enables identification and evaluation of transaction risk allowing developers to build solutions with additional authentication requirements• **Login Screen Designer:** Improved developer experience with a templatized loginscreen designer feature in CA Mobile Developer Console 1.1. These login screens can be easily leveraged in the mobile app without writing custom code.• **Support for Cordova: The CA** Rapid App Security SDK is now also supported for Cordova plugin with native feature parity • **Device Binding:** Enables locking the account credentials on the device and prevents them from being used on another device• **Improved Sample App:** The sample app has been improved and features a new UI along with CA AuthID, CA Mobile OTP and biometrics for primary and step-up authentication• **Support for iOS11 and Android 8:** Latest mobile app development platforms are supported • **Support for Biometric Authentication:** CARapid App Security 2.5 now supports biometric authentication capabilities via CA Mobile API Gateway-Samsung SDS Nexsign Integration\*CA Rapid App Security 2.5 is compatible with the following CA products:CA API Gateway 9.3CA Mobile API Gateway 4.1CA OAuth Toolkit 4.2CA Advanced Authentication 8.2 or greaterCA Single Sign-On 12.6 or greaterWe also encourage you to visit the documentation website at <https://docops.ca.com/ras> to find guidelines and get you started in the mobile platform of choice, including pre-requisites, API references, sample code and much more. To learn about CA Rapid App Security, visit the product information page on the CA Support Online website at <https://support.ca.com/>. You can download CA Rapid App Security 2.5 from <https://support.ca.com>. If you have any questions or require assistance contact CA Customer Care online at <http://www.ca.com/us/customer-care.aspx> where you can submit an online request using the Customer Care web form: <https://communities.ca.com/web/guest/customercare>. You can also call CA Customer Care at +1-800-225-5224 in North America or see <http://www.ca.com/phone> for the local number in your country. Should you need any assistance in understanding these new features, or implementing this latest release, our CA services experts can help. For more information on CA services and how you can leverage our expertise, please visit [www.ca.com/services](http://www.ca.com/services). To connect, learn and share with other customers, join and participate in our CA Mobile API Gateway CA Community at <https://communities.ca.com/>.For a list of courses recommended by job role, please visit the [CA Learning Paths](http://www.ca.com/us/education-training/learning-paths.html?intcmp=headernav) and select desired product. Note: Courses are updated based on functional impact as well as high-demand, therefore, courses created from previous releases may apply to current release. To review CA Support lifecycle policies, please review the CA Support Policy and Terms located at: <https://support.ca.com/>. Thank you again for your business.\*Customer must obtain a separate license to Samsung SDS Nexsign in order to implement biometric authentication. This license can be obtained directly from Samsung SDS. |
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