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IT Management Suite 8.5 v/ Symantec.




v Symantec.



Persistent and Time Critical Management v/ Symantec.

A Winning Combination

Persistent Management Time Critical Management
- o Local
el User 1
svr D AT
Server DD e —
[ o] Local
?’ User 2
a8
* Policy based * Immediately connected
e Scheduled e Find vulnerabilities now
* Black out periods * No additional setup
e Applied to single endpoint * Secure communications (SSL)
ReTf;;‘i or groups Rermote * Enhances ITMS capabilities
= * Data posted into CMDB User . :
% [] Data posted into CMDB
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Endpoint Compliance and Quarantine v/ Symantec.

® Quarantine policies targeting specific
CVE IDs

Notification

; S
* Automated compliance scan erver
Y4k w

* Device(s) moved to/from quarantine based on

compliance status . .
Compliance Scanning

* Integrated with Symantec Endpoint Protection

]
L
*
000 : ‘. .0.
2 4 A4

® Only compliant devices allowed to connect

* Supports MS OS and 3™ party application updates User1 User 2 User 3 User 4

* Locks endpoint off all Network resources except
remediation
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Automated Vulnerability Remediation v/ Symantec.

2  Import Scan Results
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N Automatic Remediation

Tasks - Jubs snd Tasks - System Jobs and Tasks - Softwars -

5 stch Managemant - Impart Patch Data for Wind:
v Import Patch Data for Windows
Patch Management Import Settings
o Incre:
Dele frware and langusges that are iuded

General
vendors and Software

Import of available vendors, software and languages: completed.

check all F¥uncheck ail | [expand all Clcollapse ail | Filter: o
BN —

+ M adobe Systems

& M apple

+ M ] Citrix Systems.

o M7 esec

Checked: 2522

4 M8 | Faxit Carporation

Start Time Started By End Time Status

FINANCECLIENT \Admin

indows 9/5/2018 10:31:23 AM strat9/5/2018 11:11:50 AM  Completed
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Modern Ul Workspaces v/ Symantec.

ry———— A
Optimized user experience B -AL2 ELAL
* Brand new additional Ul experience with step by step & rm——" ’
flows for common frontline admin tasks Q Quick Tasks
* Users only see what they need for their role 3
* Reduced number of screens and clicks has reduced
task completion time by over 70% S ) B
Easy to learn and use — =
® Minimal if any training needed e | .
* Designed to eliminate user mistakes Custom,1 Workspaces User_00ATE_ 1 ;

CUSTOM_1_WORKSPACES_USER_0OBTB.1 Workgroup 171.159.115.102

* Simple and fast searching in most screens

Custom_1_Workspaces_User 00BTB_1\TestUser 3 ECV-NS12-RapGA  Active

Windows Server 2016 / 10.0 / Datacenter Edition - Pacific Standard Time

@ oetverSovere

Maximize user flexibility and agility | oo s
®* Browser agnostic, no plugins required
* Access from any device, including Mac OS

* Obeys scoped resource permissions, users
can only see what they have access to
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GSS Web Console

* New Web based console
® Scalable for entire admin staff
* Accessible from any browser
® Uses security permissions in existing console
* Significantly reduce clicks to finish

* Simple quick tasks for common actions
* Automated flows which guide the user
* Easy for user to find the job they need
* Modern styling for intuitive response

® Built in Wizards
* Step by step guide to creating common jobs

* Helps new admins quickly learn how to create jobs
* Jobs can be deployed using web console and edited

in the existing console

ijma ntec.
¥ GSS Console x |+
< C ® Notsecure | 10.211.169.54/gss/quicktask
& Symantec Ghost Solution Suite
—— = 1= e
snsole x
@ Notsecure | 10.211.169.54 O
ill create a Windows in-place upgrade job that you can apply to your devices
1, and 10 are supported and please ensure setup.exe is not blocked by your antivirus software.
=|a
x L+
€ C O Notsecure | 10.211.169.54/ass/Deploylmag: * O

& OS Details of image file
Type

Product Key

& Post Deployment System Configuration
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GSS Web Console

v/ GSS Console X

&~ C | ® 10.211.169.54/gss/serve

JSymantec, Ghost Solution Suite

& GSS-32-12R2

&2 Computers and Groups

» B3 New Computers
~ 22 All Computers
» £3 Available/Free
— » £3 Loaned out
» B3 Cardiology
» £3 Outpatient
» £3 Managed (agent)

» B3 Dispose (e-waste/recycle)

& TEST10

» Jobs and Folders

» (O System Jobs

» (O Samples

O RU5-Jobs

) RUG-Jobs

O RU6-PCT

O Linux-Tests

O Win10-LTSB-2015-x86
O Win10LTSB-2015
_Applications
PGFolder

v v v v v v

-

[m]
[m]

v

TEST10
TEST10

005056806268

Jobs

4 of 4items

JOB NAME JOB FOLDER

Windows 10 Enterprise 10.0.15063

10.219.160.222

= Schedule Job

SCHEDULED AT STATUS

Deploy-Image-50I-Taken
Wait

Create-Image-Sysprep-Win10-SO1

stall Windows Automation Folder: e = _
System Jobs/Install Jobs

2018-06-04 12:53:00

Configuring computer
Wait task completed successfully.

Imaging process complete

Package installation complete
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=i
* @

lcan apply to your devices
& is not blocked by your antivirus software.

ails

iyou would like to deploy (the Image Repository is located in the Images folder on the express share)

clone,mode=rest

=9%IMAGE_FILENAME%%,dst=1 -sure *

filine is correct as any error will result in the job failing

Sysprep

g€ s prepared using Sysprep

file
Windows 10 Enterprise = *
USE EXISTING KEY =

ystem Configuration

glanswer file to configure d

ces after image deployment.

Epare the file based on the inputs provided above
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Versatile Patch Management

Notification l g> :

Server ( java )

: : v
[ ] [ ] ’.0
v ““
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User 3 User 4

SMP Internet  eLs
Gateway (K
[ e

v Symantec.

Includes support for
PSFx and Express
updates

Heterogenous (Mac
and Windows

Inside and outside
perimeter

o 3" Party Applications

Flexible compliance
reporting

Remote Endpoints and
Locations
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Peer-to-Peer Optimization for Office 365 Updates v/ Symantec.

Endpoint 2

A

amta
@ 0365y,
O

N
AR_S.

Endpoint 1

Endpoint 3

. Endpoint needs new Office365 patch/update
. Sends request to peers to check availability

. If no endpoints have current update, it is downloaded

and installed from server

. Endpoint 1 notifies others of proactively of update availability

. Endpoint 2 requests Office365 patch/update

at a later date

. Endpoint 2 gets package from Endpoint 1 directly
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ITMS 8.5 Early Adopters

@7 ASPIRUS

Passion for excellence. Compassion for people.

Jesse Kozikowski
Infrastructure Architect
Aspirus

MCKESSON

Yashim Greene
Endpoint Engineer
McKesson Specialty Health —
The US Oncology Network

PJanney

Michael Magyar
Server Engineer
Janney Montgomery Scott LLC

v Symantec.

Marc Yee
Sr. IT Service Manager
Symantec
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Learn More... v/ Symantec.

IT Management Suite 8.5 Ghost Solution Suite 3.3

16
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https://www.symantec.com/about/webcasts?commid=331834&mkt_tok=70138000001FdkJAAS
https://www.symantec.com/connect/articles/october-2018-endpoint-management-technical-workshop-slides-and-videos
https://www.symantec.com/content/dam/symantec/docs/data-sheets/client-management-suite-en.pdf
https://support.symantec.com/en_US/article.DOC11102.html
https://support.symantec.com/en_US/article.DOC11076.html
https://trial.symantec.com/lp?pid=9-en-us&q=2r.3r.5r.6.7r.9r&cid=70150000000b7DvAAI&inid=us_symc_it-management-suite_pdp_to_leadgen_trialware_PID-9_it-management-suite
http://go.symantec.com/manage
https://www.symantec.com/about/webcasts?commid=331834&mkt_tok=70138000001FdkJAAS
https://www.symantec.com/connect/articles/october-2018-endpoint-management-technical-workshop-slides-and-videos
https://www.symantec.com/content/dam/symantec/docs/data-sheets/ghost-solutions-suite-en.pdf
https://support.symantec.com/en_US/article.DOC11191.html
https://support.symantec.com/en_US/article.DOC8558.html
https://trial.symantec.com/lp?pid=6-EN-US&cid=7015000000050e7AAA&q=2r.3r.5r.6.7r.9r&inid=us_symc_ghost-solutions-suite_pdp_to_leadgen_trialware_PID-6_ghost-solutions-suite
http://www.ghost.com/
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Thank You!




