SEP11 Network security compliance check failed on all new imaged HP 6445b laptops.

SEP 11 

11.0.5028.405

System LOG info:

Firewall driver failed to open network adapter

Getting this error now on all HP 6445b Laptops ever since the Proactive Threat Protection update was applied

Security Log Info:
Host Integrity check failed:

  Requirement: "SEP 11 Antivirus and Antispyware -- Running and up-to-date" passed

  Requirement: "SEP 11 Firewall is running" failed

  Requirement: "CSA Running Version V.2.0" passed

  Requirement: "SEP Proxy Change V3" passed

  Requirement: "Reset IE Ver8" passed

  Requirement: "Verify iAccess Configuration" passed

  Requirement: "Ensure CSA Firewall is off" passed

  Requirement: "SSL privacy promt -- promt all non-DSB users." Passed

Requirement name: "SEP 11 Antivirus and Antispyware -- Running and up-to-date".

--- Start checking requirement conditions ---.

Condition: Antivirus signature file is up to date.

Result is pass.

Condition was checking "Symantec Endpoint Protection".

Condition: Antivirus is running.

Result is pass.

Condition was checking "Symantec Endpoint Protection".

Requirement name: "SEP 11 Antivirus and Antispyware -- Running and up-to-date".

Result is pass.

Requirement name: "SEP 11 Firewall is running".

--- Start checking requirement conditions ---.

Rule type: Firewall rules.

Condition: Firewall is running.

Result is fail.

Condition was checking "Symantec Endpoint Protection".

Requirement name: "SEP 11 Firewall is running".

Result is fail.

Requirement name: "CSA Running Version V.2.0".

--- Start checking requirement conditions ---.

Condition: Service is running.

Condition was checking "Cisco Security Agent".

Result is pass.

Requirement name: "CSA Running Version V.2.0".

Result is pass.

Requirement name: "SEP Proxy Change V3".

--- Start checking requirement conditions ---.

Condition: Timestamp matches.

Condition was checking "verifyip".

Result is fail.

Condition: File exists.

Result is pass.

Condition was checking "%SystemRoot%\temp\CHSS\EVEN".

Condition: Registry value matches.

Condition was checking "HKEY_CURRENT_USER\Software\Microsoft\Windows\CurrentVersion\Internet Settings\ProxyServer".

Result is pass.

Requirement name: "SEP Proxy Change V3".

Result is pass.

Requirement name: "Reset IE Ver8".

--- Start checking requirement conditions ---.

Condition: Registry value matches.

Condition was checking "HKEY_CURRENT_USER\Software\Symantec\OTprompt".

Result is pass.

Condition: Registry value matches.

Condition was checking "HKEY_CURRENT_USER\Software\Symantec\timer".

Result is pass.

Condition: Registry value matches.

Condition was checking "HKEY_CURRENT_USER\Software\Symantec\IECP".

Result is fail.

Condition: Registry value exists.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\Zones\3\1605".

Result is fail.

Condition: Registry value exists.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\Zones\3\1803".

Result is fail.

Condition: Registry value exists.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\Zones\3\1A03".

Result is fail.

Condition: Registry value exists.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Internet Explorer\Restrictions\NoExtensionManagement".

Result is fail.

Condition: Registry value exists.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Internet Explorer\ActiveX Compatibility\{166B1BCA-3F9C-11CF-8075-444553540000}\Compatibility Flags".

Result is fail.

Requirement name: "Reset IE Ver8".

Result is pass.

Requirement name: "Verify iAccess Configuration".

--- Start checking requirement conditions ---.

Condition: Registry value matches.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\Zones\3\1200".

Result is pass.

Condition: Registry value matches.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\Zones\3\1001".

Result is pass.

Condition: Registry value matches.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\Zones\3\1400".

Result is pass.

Condition: Registry value matches.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\Zones\3\1402".

Result is pass.

Condition: Registry value matches.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows\CurrentVersion\Internet Settings\SecureProtocols".

Result is pass.

Condition: Registry value matches.

Condition was checking "HKEY_CURRENT_USER\SOFTWARE\Microsoft\Windows\CurrentVersion\Internet Settings\SecureProtocols".

Result is pass.

Requirement name: "Verify iAccess Configuration".

Result is pass.

Requirement name: "Ensure CSA Firewall is off".

--- Start checking requirement conditions ---.

Condition: Registry value matches.

Condition was checking "HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\csanet\Enable".

Result is fail.

Requirement name: "Ensure CSA Firewall is off".

Result is pass.

Requirement name: "SSL privacy promt -- promt all non-DSB users.".

--- Start checking requirement conditions ---.

Condition: Registry key exists.

Result is pass.

Condition was checking "HKEY_LOCAL_MACHINE\SOFTWARE\Baseline\".

Condition: Timestamp matches.

Condition was checking "ssldsb".

Result is fail.

Requirement name: "SSL privacy promt -- promt all non-DSB users.".

Result is pass. 

