Migration of Old SEPM Server to New Server by Replication Method
Go to SEP 11 RU6 MP - 2 Setup File

LJ ~ Computer = Mew Yolume (Ei) - hd [‘i]] I Search Mew Volume (E:)
Organize v 5 Open  Includeinlibrary »  Sharewith «  New folder 2= - E] IZEI
Tame = Dake modified | Tvpe | Size | |

" Favarites
B Deskiop B =crrusME2
4 Downloads

1=l Recent Places

4 Libraries
3 Documents
,J”- Music
=] Pictures

E Yideos

18 Computer

Eii Network

SEPRUEMPZ Date modified: 128/2011 4:39 AM
! File Folder




Go to Setup.exe

)O | . = Computer = Mew YWolume (E:) = SEPRUEMPZ ~ SEPM ~

| search sEPm

organize T

7 Favarites
Bl Desktop
4 Downloads

=l Recent Places

-l Libraries
3 Documents
.J”- Music
= Pictures

E Videos

1M Computer

€l Metwork

Setup

\ -
- : Application

open

Mew Folder -
Mame = Date modified | Twpe |
. Packages 112812011 4:40 AM File folder

£ | 0x0403 319)2010 2:15 AM Configuration settings & KB

J Datal 11/17/2010 7:45 AM  Cabinet Fils 152,155 KB

(3 LuCheck 9 14/2010 10:30 AM Application 906 KB

Y lusetup QFIZ010 3:39 aM Application 3,475 KB

= 10f22/2006 9:24 PM ¥ML Dacurnent 1KB

=l

£F | Setup
ﬁE‘Symantec Endpoint Protection Manager
(3] windowsInstaller-KES93E03-86

Dake modified: 1171772010 7:50 AM
Size: 293 KB

11/17/2010 7:48 AM
11/17/2010 7:48 AM
E9/2010 2:16 AM

Date created: 1/28/2011 4:40 AM

Configuration settings 2KB
wWindows Installer P... 3,777 KB
Application 2,525 KB




Click Next

i'g!,l Symantec Endpoint Protection Manager |

Welcome to the Install Wizard for Symantec
| QD Endpoint Protection Manager

The Install Wizard will install Symantec Endpoint Protection
Manager on your computer, To continue, click Mext,

WaRMNING: This program is protected by copyright law and
inkernational treaties,

’ symantec.

Zancel |

< Bach




Click I accept the terms in the license agreement and Click Next.

i'\.‘!:“ Symantec Endpoint Protection Manager

License Agreement
, 5}’1’1’1&1‘15&(:.

Please read the Following license agreement carefully.
-

Symantec Endpoint Protection and
Symantec Network Access Control

SYMMANTES CORPORATION ANDAORITS AFFILIATES ("3YLANTEC") I3

WILLING TO LICEMSE THE LICEWNSED B0FTWARE TO YOI A3 THE

INDIVIDUAL, THE COMPANY, OF THE LEGAL EMTITY THAT WILL EE

UTILIZING THE LICEWZED SOFTWARE (REFERENCED BELOW ASZ "WOUI" OR ;I

NERTT TN LT B AT MTTT AT T T AT ITT A T SR TT A ST AT T T TTTT T A

{* I accepk the terms in the license agreement; Prink |

™ I do not accept the terms in the license agreement

< Back I Fext = I Cancel I

Install5hield




Select the drive in which you have to install SEPM.

Here we have selected the E drive and Click OK

i'g‘ Symantec Endpoint Protection Manager |
Change Current Destination Folder
Browse ko the destination folder, , Smantﬂ‘c.
Loak in:
|'='_“ﬁ Symantec Endpaint Pratection Manager j ﬁg
Folder name:
Iet'l,F‘rngram Files (=360 3ymantectSymantec Endpoint Protection Manager),
Inistallshield
04 I Cancel




Click Next

i'g!,l Symantec Endpoint Protection Manager |

Destination Folder

Click Mexk ko inskall ko this Falder, or click Change ko install ko a , Smantec‘
different Folder.

G Install Symantec Endpoint Protection Manager to;

E:\Program Files (x86115ymanteciSymantes Endpaint Prokeckion
Managetr),

ImstallEhield

< Back Mexk = Zancel




Select the Port 8014 and Click Next

i'g‘ Symantec Endpoint Protection Manager |

Select Web site
Select 115 Web site configuration opkions. , Smantﬂ'c.

Symantec Endpaint Pratection Manager requires the use of a Web site From Inkernet
Information Services (I115), Far maximum security, Symanktec Endpaink Prokection Manager
should utilize its own custam Web site,

Moke: When installing with a custom Web site, wou should ensure that the TCP Port
specified is not blocked by any installed firewalls,

TP Pork:
¥ Create a custom Web site  (recommended) = or

Y [a014

" Use the default Web site

Imstallhield

<« Back

Zancel |




Click Install

i'é'l Symantec Endpoint Protection Manager |

Ready to Install the Program
The wizard is ready to begin installation. , Symantﬂ‘c.

Click Install ko begin the inskallation,

If wou wank ko review or change any of your installation settings, click Back, Click Cancel ko
exit the wizard,

Irskall5hield

< Back

Cancel |




Configuring Internet Information Services

ji& Symantec Endpoint Protection Manager [_ ] |

Installing Symantec Endpoint Protection Manager

, symantec.
The program Features ywou selected are being installed.

Please wait while the Installshield Wizard installs Symantec Endpoink
Protection Manager. This may take several minutes,

Skakus:
Configuring 115

e —

Irskall5hield

= Bach Mexk =




Click Finish

i'é'l Symantec Endpoint Protection Manager

0

Install Wizard Completed

The Install Wizard has successfully installed Swmantec Endpoint
Pratection Manager, Click Finish bo configure the Symantec

Endpoint Protection Manager,

, symantec.

]|

= Bach

Zancel |

Select Advanced and Click Next



Select More than 1,000 and Click Next

@Management Server Configuration Wizard M= E3 |

@ Approximately howe many computers will be managed by this management
| SEFVErT

™ Less than 100
™ Between 100 and 500
™ Between 500 and 1,000

% More than 1,000

, symantec.

= Back ” Mext = ] | Cancel




In Management Server Configuration Wizard Panel, check the “Install an
additional Site and Click Next.

@Management Server Configuration Wizard M= E |

qp yWhat weauld you like to da’?

" Instal my first site (what is a site?)

Installs & new site with & management setver and a databasze
[For first-time users only).

™ Install an additional management server to an existing site

Installz an additional management server that you can configure
for failover or load balancing.

% |nztall an additional site

Installz a management zerver and a databasze for replication.

To continue, click Mext.

, symantec.

|| et = |] | Cancel




In the Server Information Panel accepted the default values and Click Next

@Management Server Configuration Wizard (=]

, symantec.

Specify the server name, pott number, web console part, and data falder
for the management server you swart to install ar configure.

Server name: |.ﬂ~'x-" |

Server pott: |Ei443 |

Web console port: |EIIIIEIIII |

Zerver data folder: |E:'I.F‘ru:ugram Files (xBE)'ISymanteu:'l.E| | Browse. ..

= Back “ Mext = l | Cancel

In the Site Information Panel, accept the name in the Site Name box and Click Next



@Management Server Configuration Wizard M= E |

1 Site name: ||3'rte Ay

YWhiat do you weant to name this site?

, symantec.

= Back “ Mext = ] | Cancel

In the Replication Information Panel, the following values entered.

Replication Server Name: IP Address of the remote Symantec Endpoint Protection



Manager

Replication Server Port: by Default 8443.

Administrator Name: The name used to logon to Old SEPM Console.
Password: The password used to logon to Old SEPM Console.

Click Next

@Management Server Configuration Wizard M= E3 |

Specify the server name and =ymantec Endpoint Protection Manager
| W | administratar credertialzs for the management server with which you weant
to replicate data.

Replication server: |1 074235

Administrator name: |admin

|
Replication server part: |8443 |
|
|

Pazsword; |s=xxxxaa|

, symantec.

= Back “| Mext = |] | Cancel

In the Certificate warning box, Click Yes.



EWarning - Security

The Partner site's certificate cannot he verified.
Do you want to trust the certificate?

Certificate Info:
Version:
Subject:
Issuer:

Serial No:

Valid From:
Valid To:
Signature Alg:
Public Key Alg:

3

CH=AVLNTPOWER, Oll=scm, O=zymantec.cam, L=Fremont, ST=CA, C=UZ=
ChH=2LNTPCWER, OU=scm, O=symantec.com, L=Fremont, ST=CA C=U5%
1265955233

Thursday, February 11, 2010

Sunday, Fehbruary 9, 2020

SHATwithRESA

R4

|| Yes |I| la! |

Mare Detailz..

In the Database Server Choice panel, Check Embedded Database and Click Next




@Management Server Configuration Wizard M= E |

Select the type of database you wart to use:

' qp % Embedded database

Suggested for organizations with up to 5,000 client computers.

™ Microzoft SQL Server

, symantec.

= Back “ Mext = ] | Cancel

In Management Server Configuration Wizard keep the Database Server Port as



2638.

In password type the password as “symantec”

@Management Server Configuration Wizard M= E |

y For maximum security, specify a password to use for the embedded
[ W | databaze.

Databaze server: |I|:u:alh|:|st |

Database server port: |2I338 |

Databasze name: |sem5 |
Lzer: |DEi.-'3-. |
Pazsward: akkakAR |

********l |

Confirm passwaord:

’ symantec.

= Back J" Mext = " | Cancel

Now it's Creating the Database



Creating Database |

The databasze iz being creasted and initialized. Thiz wil take a fesy
minutes.

Preparing Database. ..

Now it’s Replicating Database

Creating Database |

The databasze is being crested and initialized. Thiz wil take a fesw
minutes .

Replicating Database ...

After the installation gets finished SEPM Console will Open
In Policies Expand Policy Components and Select Management Server Lists

On the Right Hand Side of Console Right Click and Add



() Symantec™ Endpoint Protection Manager Refresh  Ahout

L 59 .
@ View Policies » 5] Management Server Lists
[ antivirus and Artispyweare - )
Horme ) Name | Description Group and Location Use ..,
ii Firewall
@ \ntrusion Prevertion Mewy Management Server List 23
@ g] Application and Device Cortral Default Management Server List for My Site The defaultt Management Server List is generated .. o0
Monitors gV Livelpdate Default Management Server List for Site A% The default Management Server List is generated 0
» C':'> Centralized Exceptions
?_% Q Policy Components
q Scheduled Scan Templates
Reports Management Server Lists
File Fingerprirt Lists add.
Host Gi
SRS Edt..
Metwork Services
Delete
Policies Metweork Adapters
Hatdware Devices copy
Paste
Assign...
erts o] gt
Export...
Tasks
% E,‘:’,:l Al a Management Server List...
Addmin @ Import 2 Management Server List
Q Search for Applications
Recert changes appear below:
Description Time Administrator

= =l m i s o 0o oL TEBPM

In Management Server Lists Added click Add Priority:



@Management Server Lists

Management Server Lists show the management servers to wwhich clients can connect.

Mlarme: |NEW Management Server List 2|

Description:

¥ Use HTTP protocol
i Use HTTPS protocal I Yerify cerificate wwhen using HTTPS pratocal

Management Servers

The clients first try to connect to management servers with a higher priority. The
management servers having the zame priarity will do automatic load balancing.

— Priarity 1 | Add ==

| Edit.. |

| Delete

| howve Lp |

| hove Dowen |

Ok ” Cancel H Helg

In Add Management Server Added the New Server IP Address




{1 Add Management Server, D__<|

Specity a management server IP address or host name that can
be resalved by all clierts. Specify port numbers it you need to
customize them.

Server address: |1 0.7 .44 .40 |

¥ Customize HTTP port: ~ [5014 |

[T Customize HTTPS port:  [443 |

" Ol H| Cancel ” Help l

In Add Management Server Added the Hostname of New Server

{0} Add Management Server, [zl

Specity a management server IP addrezs or host name that can
be rezolved by all clierts. Specify port numbers it you need to
custamize them.

Server address: |.ﬂ-.‘-.f| |

¥ Customize HTTP port: (3014 |

[T Customize HTTPS port:  |447 |

[ oK ]| Cancel ]| Help ]




After Adding the New Server in Management List Click Add and Assign

@Symante[ Endpoint Protection Manager Console !E E

()} Symantec~ Endpoint Protection Manager Refresh | About | Help | Log OfF

-

@ View Policies ¥ [[] Management Server Lists

Artivirus and Antispywware |

Home . Name Description Group and Location Use ..,
Firewvall

Irtrusion Prevention Mewr Management Server List 28

Application and Device Control e Management Server Lir = 0
LivelUpdate Default Management Server) The defaultt Management Server List is generated . o0

Edit
Centralized Exceptions Defautt Management Server
Delete

Policy Componerts ¥ Copy
Scheduled Scan Templates

Monitors
The default Management Server List s generated a

Hedl
o BB

Management Server Lists
File Fingerprirt Lists

Host Groups Import..
Metvwork Services Export
Policies Metwork Adapters
Hardware Devices

Azsign...

u\ﬁ

et D

Tasks
% Edit the List

Acdmin Drelete the List

Azsign the List...

Replace the List...

Copy the List

Show the Azsigned Groups o L
Export the List...

Add a Management Server List... || Fecent changes appear below:

Import 2 Management Setver List Description Time Administrator

Add shared Policy Management Palicy: MNew Management Server List 2 January 25, 2011 7:39:33 PMIST admin

PEEr BORSeRE

Search for Applications

&~ ==l s # e Bo . FO9RM

Applied the Management Server List to all the Groups



@Apply Management Server List E

Managemert Server lizt:  Hew Management Server List 2

Assign Policy

The tree below shows the groups or locations to which you can azsign the selected Management Server list.
Select the groups o locations belowe. Ta select all zubgroups and locations, right-click the parent group and
chooze Select All Subgroups. Groups and locations with @ check mark already have a Management Server list
aszigned to them.

Caution
Clicking Az=zign will az=ign this Management Server list to all zelected groups or locations, replacing the existing

Management Server list they are currently using.
e BL =-Fa AL [MET TAriaygeTimeT L ST ¥ ET LRSI B

@ Woradi [Mewy Management Server List]
@ Laptap [Mew Management Server List] =
@ Malaea [Mew Management Server List]

@ Mellore [Mew Management Server List]

% Pankaj Building [Mesw Management Server List]
@ Rajpura [Mew Management Server List]

@ Server [Mew Management Server List]

@ Test [Mesw Management Server List]

% USE Allow [Mewe Management Server List]
@ WVEMAGIRI [Meww Managemert Server List]

1]

A==ign H Cancel || Help

Replication Site Added



®5ymantec Endpoint Protection Manager Console !E E

() Symantec™ Endpoint Protection Manager

t3

Home:

Hd

Monitors

[

View Servers
8 Servers
Local Site (Site &)
g oav
% localhost
_B Replication Partners
L& wyste
E) Remate Stes

y & Servers

Administrators

Befresh | About | Help | Log O

You can manage all sites and servers from this tab. Below are terms used in managing sites and servers

Site

A gite congiste of one or more management servers, one databasze (Microsoft 3QL Server or the embedded database)
and, optionally, one or more enforcers typically located together at the same business location. The site to which you
log on iz the Local Bite, and you can modify it directly. Any site other than the Local Zite is referred 1o as a Remote Site.

Management Server

The cotnputer on which the Symantec Endpoint Protection Manager software is installed. From the managernent
server, policies can be created and assigned to different organizational growps. Also, monitoring, reporting, logging,
alerting, and other management tasks can be performed. hultiple management servers at a single site provide failover

atd load balancing capabilities.

Database Server
The database used by Symantec Endpoint Protection Wanager. There is one database per site. The database can he on
the sarne computer as the managetnent serwer or, if you are using WMicrosoft SOQL Server, on a different computer.

Enforcer
An Enforcer is used by Symanter Network Access Control to allow or deny access to the enterprise network. There
are four types of Enforcers: Gateway Enforcer, LAN Enforcer, DHCP Enforcer, and Integrated Enforcer.

Replication Partner
A relationship created between two sites 1o enable data replication between thern.

Domains

SEervers

Install Packages

Select the My Site

===l o

mnuary 25, 2011 7:36:57 PM IST: LiveUpdate failed. [Site: Site AY] [Server: 8%]

january 28, 2011 7:36:57 PM IST: LUALL.EXE finished running. [Site: Ste AV] [Server: 4]

anuary 28, 2011 7:36:57 PMIST: Livellpdste will start next on Fricay, January 28, 2011 11:36:57 PMIST on &Y. [Site: Site &%) [Server: &)
anuary 28, 2011 7:36:57 PM IST: LivelUpdate encountered one or more errors. Return code = 4. [Site: Site &%) [Server: AY]

january 28, 2011 7:36:20 PM IST: LUALL.EXE has been launched. [Site: Site %] [Server: AY)] =

o o O e HEERT




() Symantec™ Endpoint Protection Manager

3

Home

M

Maonitors

Clients

A

Addmin

View Servers
9 Servers
2 Locsl Site (Site AV)
g av
% Iocalhost
:_B Replication Partners
L & [y site
&) Remate Stes

Tasks

E‘,: Add Existing Replication Partner
3 Delete Replication Partner

E“, Replicate Mow

B Check Certificate

@ Edit Replication Pattner Properties

v a

Administrators

2:Management Server

Partner Mame:
Partner Description:

Replication Managerment Server List:

Auto Synchronize:

Log Replication:
Feplication Frequency:
Start Time:

Last Replication

Last Replication Setwet:
Status:

Refresh ~ About

My Site

10.7.42.35

Mo

Mo

Daily

13h:30m

Mever Replicated
Mewer Replicated
Mever Replicated

Domains

Servers

Install Packages

===

I~

lanuary 28, 2011 7:36:57 PM IST:
anuary 28, 2011 7.36:37 PM IST:
snuary 28, 2011 T36:57 PM IST:
lanuary 28, 2011 7:36:57 PM IST:

anuary 28, 2011 7:36:20 PM ST

Il o

Right Click and Edit the Properties

Livelpdste failed. [Sie: Sie AY] [Server: &Y]

LUALL EXE finished running. [Site: Site AV] [Server: AV]

Livellpdate will start next on Fridsy, January 28, 2011 11:36:57 PMIST on &Y. [Site: Site &%) [Server: &Y
Livelpdste encountered one or more errors. Return code = 4. [Site: Site AY] [Server: AY]

LUALL EXE has been launched. [Site: Site %] [Server: A%




@Symantec Endpoint Prote

() Symantec™ Endpoint Protection Manager Refresh  About | Help | Log OfF
) &
@ View Servers 7< Management Server
9 Servers
Home ] W
Locsl Site (Site A
g av Partner Name: My Site
@ & Iocalhost Partner Description:
hionitors T Replication Partriers Replication Management Server List: 10.7.42.35
Ity S .
. & My Delete Synchronize: Mo
ﬁ &) Remate Sites
= Feplicate Mow eplication: Mo
Reports Cancel Replication ation Frequency: Draily
Check Certificate Time: 13h:30m
Eciit Propetties . .
s heplication Mever Replicated
Policies: Last Replication Setwet: Mever Replicated
Status: Mever Replicated
Tasks
% j‘,: Add Existing Replication Partner
Addmin “ Delete Replication Partner
E“, Replicate Mow
B Check Certificate
@ Edit Replication Pattner Properties
Administrators january 28, 2011 7:36:57 PM IST: Livelpdate failed. [Site: Ste AY] [Server: AV]
Domaing mnuary 28, 2011 7:36:57 PM IST. LUALL.EXE finished running. [Site: Site AY] [Server: W]
snuary 28, 2011 T.36:57 PMIST: Livelpdate will start next on Fricsy, January 28, 2011 11:36:57 PMIST on &Y. [Site: Site &%) [Server: &Y)
Servere anuary 28, 2011 7:36:57 PM ST Livelpdste encountered one ar mare errore. Return code = 4. [Site: Site AY] [Server: AY]
Install Packages anuary 26, 2011 7.36:20 P IST: LUALL EXE has been launched. [Site: Site &% [Server: A% 3

== r=ll am s homa HRPM

In Replication Partner Site

Check Replicate logs from the Local site to this partner Site.



Check Replicate logs from this partner site to the local site.

Select Replication Frequency as Hourly.

@Replicatiun Partner Properties for My Site | x|
Partner

Partner Mame:

Description:

Replication Management Server List: HiO.7.42 55

Replicate Logs:
v Replicate logs from the local site to this partner site

v Replicate logs from this partner site to the local site

Replicate Client Packages and LiveUpdste content:

- Replicate client packages and Livellpdate contert between the
lacal site and this partner site

Schedule

[T auto Replicate (Let the installation instance decide wwhen to do replication)

Replication Freguency: |Hn:|url':.:' IE“
Start Time: ‘ 30 @‘
Dy of Week:
| Ok l | Cancel | | Helgp

Click OK



0 Replication setting has been changed.
The change will take effect by running "Replicate Mow" ar in the ariginal scheduled replication on by =ite.

(o]

Click Replicate Now:



@Symantec Endpoint Prote

() Symantec™ Endpoint Protection Manager Refresh | About | Help | Log Off
@ View Servers 2+Management Server
— 9 Servers
= Locsl Site (Site A
g av Partner Natne: Wy Site
@ & Iocalhost Partner Description:
Monitars 7 G;ep"caﬁf“ Raiigers Replication Management Server List: 10.7.42.35
l%) Remo/te ::a: DE‘ETE "yTLChIDIﬂIZEZ e
= Replicate how: cplication: Tes
Reports Cancel Replication ation Frequency: Hourly
Check Certificate Titne: 30m
D’ ESthioesyios eplication Mever Replicated
Eolicies Last Replication Server: Mever Replicated
Status: Mever Replicated

Tasks
% HEb A Existing Replication Partner

Addmin “ Delete Replication Partner
E“, Replicate Mow
B Check Certificate
@ Edit Replication Pattner Properties

Administrators january 28, 2011 7:36:57 PM IST: Livelpdate failed. [Site: Ste AY] [Server: AV]

Domains anuary 28, 2011 7.36:37 PM IST. LUALLEXE finished running. [Site: Site AV] [Server: AV]

snuary 28, 2011 T.36:57 PMIST: Livelpdate will start next on Fricsy, January 28, 2011 11:36:57 PMIST on &Y. [Site: Site &%) [Server: &Y)
EEICELS anuary 28, 2011 7.36:57 PM IST. Livelpdate encourtered one or mare errors. Return code = 4. [Site: Site AY] [Server: AV]
Install Packages anuary 25, 2011 7:36:20 PM IST: LUALL EXE has been launched. [Site: Site %] [Server: AW =

== r=ll am s o FOPM

{ 7;" Are yau sure you want to start & one-time replication nosw?

=] [(w]

Click OK



Information Ed |

0 Replication has been scheduled.

For detailz regarding the outcame of the scheduled replication event,
check the management server system logs after a few minutes delay.
The delay depends on the load on the management server,

the amount of changes to be replicated,

and the bandwidth of the communication channel.

Lor |

Replication Started From Old Server



@Symantec Endpoint Protection Manager Console

() Symantec™ Endpoint Protection Manager

3

Home

M

Maonitors

)

Reports

L]

Paolicies

Clients

Addmin

[P,

View Servers

9 Servers

Local Site (Site AY)

g av

% Iocalhost

:_B Replication Partners
L& wysite

3‘3 Remate Stes

Tasks

WE R

Add Existing Replication Partner
Delete Replication Partner
Replicate Mow

Check Certificate

Edit Replication Pattner Properties

} &2 Management Server

Partner Mame:
Partner Description:

Replication Management Server List: 10.7.42.35

Auto Synchronize:

Log Replication:
Feplication Frequency:
Start Time:

Last Replication

Last Replication Setwet:
Status:

1S [=] E3
Refresh ~ About | Help | Log Off

My Site

Mo

Yes

Hourly

30m

Mever Replicated
Mewer Replicated
Mever Replicated

Administrators

Domains

Servers

Install Packages

NOTE:

=t

anuary 28, 2011 748115 PM IST:
anuary 28, 2011 7:47:50 PM IST:
anuary 28, 2011 7:47:43 PM IST:
anuary 28, 2011 7.36:57 PM IST:
lanuary 28, 2011 7:36:57 PM IST:
anuary 28, 2011 7.36:37 PM IST:
snuary 28, 2011 T36:57 PM IST:
lanuary 28, 2011 7:36:20 PM IST:

anuary 28, 2011 7:36:20 PM ST

anuary 28, 2011 7:34:33 PM IST:

Il o

Replication data from remate site My Site is received by local ste Site &Y [Site: Site AV] [Server: 8Y]

Gat & valid Certificate. [She: Site AW] [Server: &Y]

Replication from remote site My Site to local ste Site A% being intisted [Ste: Site Y] [Server: AY]
Livellpdste failed. [Site: Site AY] [Server: A%]

LUALL EXE finished running. [Site: Ste AV] [Setver: AV]

LiveUpdste will start next on Fridsy, January 25, 2011 11:36:57 PM IST on &%, [Site: Site AY] [Server: &%)
Livellpdate encourtered one or more errors. Return code = 4. [Site: Site &) [Server: &Y]

LUALL.EXE hasg been launched. [Site: Site Y] [Server: AY]

LiveUpdste started. [Site: Site A%] [Server: &%]

Audit logs have been swept. [Site: Site AY] [Server: AY]

s h oo o RN

As per Symantec recommendation we have kept the replication process for a week so
that there will be no orphan clients

Configuration of Group Update Provider

1. Open the SEPM Console. => Select the Clients tab.



2. Select the Group in which you have to assign the GUP.

3. Go to Policies =>Live update Settings Policy=>Create Non-Shared Policy from
Copy=> Select Server Settings:

LiveUpdate Server Settings

Policy
. Internal or External LiveUpdate Server
L
Select the source server that will be used by this paolicy to retrieve updates. If both the default management server

BeiEy Eiings and a Livelpdate server are selected, the client computer will retrieve updates from both servers.

Schedule [¥ Use the detault managemert server (Windovvs computers only)
Advanced Settings [T Uses Livellpdste server
Mote: Mac computers get updates only from a LiveUpdate server.
{% Use the detautt Symantes Livelpdate server

 Usea specified internal Livelpdate server

Name Address | A, |
| et |
o]
Cooew
| MoveDown |
Group Update Provider

A Group Update Provider iz & client computer that downloads content from the management server and makes it
available to other clients.

[ Usea Group Updsate Provider Group Updste Provider ..

Group Update Provider: =defineds=

Third Party Management

Instead of getting contert directly from the management server of Livellpdate server, you can use third party tools.
See the Administrator's Guide for mare information.

[ Enakie third party content management

Select the Group Update Provider:




LiveUpdate Server Settings

Paolicy
Internal or External LiveUpdate Server
Cwverview

Select the source server that will be used by this policy to retrieve updates. If both the default management server

Server Settings and a Livellpdate server are selected, the client computer will retrieve updates from both servers.

Scheduls ¥ Use the default management server (AIndowes computers only)

Advanced Settings ~ [ Usea Livellpdate server
Mote: Mac computers get updates only from a Livelpdate server.
@ Use the detaultt Symantec Livelpdate server

 Uzea specified internal Livelpdate server

Name ] Address | moa. |
| B |
[ ot |
T
| MoveDown |
Group Update Provider

A Group Updste Provider iz a client computer that downloads content from the management server and makes it
availahle to other clients.

[¥ Use a Group Updste Provicer | Group Update Provider ..

Group Update Provider: =defined-

Third Party Management

Instead of getting cortert directly from the management server or Livellpdate server, you can use third party tools,
See the Administrator's Guide for more information.

[~ Enakle third party content management

In the Group Update Provider.



Choose the Single Group Update Provider IP address: 192.168.148.88

Maximum time that clients try to download updates from a Group Update Provider before
trying the default management server kept as one day

Maximum Bandwidth kept as 1 Mbps

(i} Group Update Provider [ x|

Group Update Provider

Group Update Providers get updstes from management servers and distribute them to clients in & group.

Group Update Provider Selection for Client

Choose a Group Update Provider:

(ol Single Group Update Provider [P address or host name: 192168145 .83

(@ Muttiple Group Updste Providers:

Iaximum time that clients try to dowwnload updates from a
Group Update Provider before trying the default management = Mever % Atter | 1 %| |Day3 |z||
SErYer

Group Update Provider Settings

Default port:

Mzximum disk cache size allovwed for downloading updstes (ME): 500

Delete content updates if unused (days):

Maimurm number of simuttaneous downloads to clients: =

(1]

szximum bandwidth allowed for Group Update Provider
dovenloads from the managemert server:  Unlimited ' Upto | 1 E| |MhpS E“

| 0].4 ” Cancel || Help |

Click OK









