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Trafc Setings

I 7] Enable NetBIOS protection
[E] Alow token ting traffic:

[C Enable anti- MAC spoofing

[T Enable network appiication moritoring

] Block all traffic unti the firewal starts and after the frewall stops:
Alow iniicl DHCP and NetBIOS trffc:

I Unmatched IP Traffic Setings
Alow P tafic
Alow ony gpicaton rafic:
] Prompt before allowing application rafic.
| Active Response Setings

Number of seconds to automatcaly lock an atacker’s P address: 600

Steath Seftings.

Caution: There can be compatibity issues when Lsing these steath setings. Only se:
these festures afer you have confimed compatbily.

[T Enable TCP resequencing [T Enable stealth mode Web browsing
[T Enable OS fingerprint masquerading
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Network Threat Protection Settings
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Network Threat Protection Settings

Frewal| inrusion Prevention]  Microsoft Windows Networking

Browse files and printers on the network.
‘Share my il and printers with others on the network.

|
[ Block Microsoft Windows Networking trafic whil the screen saver runs.





