Permissions required for managing Active directory Endpoint Accounts.
The permissions needed with Active Directory to manage endpoint accounts depend on what you want to manage; there are considerations need to be made if you are planning a staged role out of AD account management. 
An example of this would be if the permissions of the Endpoint Admin Account at the time of initial acquire are “Account Operators” and later in the project you want to manage exchange accounts, the exchanges servers are not read during the initial acquire and explore correlate due to the level of access needed to read the attributes where the exchange server information is stored. The easiest fix is to delete and re-acquire the endpoint with the elevated permissions in order to administer exchange mailboxes. There is a more advanced procedure noted in the “Administer Exchange Mailboxes” below.
If you want to Administer Password Changes to ANY account, you must follow the section of the Connectors guide titled: “Configure Your Windows Servers Using SSL”
Basic Account Changes:
If you want to simply administer user changes for accounts.
    Your Endpoint admin account should be a member of the: “Account Operators” group.
    Examples: first name, last name, User ID, Password, ect…
    More information for what this group can and cannot do is located at the website below:

    http://technet.microsoft.com/en-us/library/cc756898(WS.10).aspx

    You will notice at this level of permission that the exchange general tab stays greyed out and other attributes that are tied to the NTSecurtyDescriptor attribute cannot be managed such as “User cannot change Password” on the AD account tab.
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Administer Exchange Mailboxes:
If you acquired the endpoint with permissions below the level of 
“Exchange Server Administrator role” after upgrading to this permission set you must follow the steps in the connectors guide titled:
“Microsoft Exchange Connector”
AND do one of the following two procedures:
Delete and reacquire the AD endpoint, then re- Explore and Correlate the endpoint
Or
Run this command replacing the values in the <> fields with your information:
	ldapsearch -h myhostserver -p 20389 -D

	eTGlobalUserName=<My Admin>,eTGlobalUserContainerName=Global

	Users,eTNamespaceName=CommonObjects,dc=<MYDOMAIN>,dc=eta -w <mypassword> -b

	eTADSDirectoryName=<MyADS>,eTNamespaceName=ActiveDirectory,dc=<MYDOMAIN>,dc=eta

	-s base (objectClass=eTADSDirectory) eTExploreUpdateEtrust



