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WebCenter  

 

     

 

 



• No need for external web servers 

• Easily configured and instantly available 

• Can be secured with SSL if required 

• Can control access to WebCenter menu options 

programmatically by using the variables in the 

CC2DEXEC($W3MH01X) 

WebCenter 



 

Flexibility 



Traffic Stats vs /Perf 

 

     

 

 



Traffic Summary - /IPSUM 

Real-time information  

• Real-time information on everything NetMaster is monitoring 

– Provides a way to view lots of data at a glance.   



Performance Overview - /Perf  

Longer periods of time  

• Allows one to review Hourly, Daily and Weekly information 

– Daily Summary List, can drill down to see hourly   



Performance Overview  

Review up to 10 weeks of data  

• Allows one to review Hourly, Daily and Weekly information 

– Weekly Interval List, can drill down to see Days and hourly   



Event Detectors  

 

     

 

 



 Event Detectors – proactive management  

• CONNSTAT – Monitors number of connections with a client.  

•  Insure minimum number of connections present, i.e., EE 

requirements. 

• SVRRESET – Monitors TCP connections that are reset by 

server. 

• Alerts if client trying to connect but can’t, helps insure PCI 

compliancy. 

• SSLHFAIL – Monitors Secure Sockets Layer(SSL) handshake 

failures 

• Many levels of SSL Handshake errors possible, helps eliminate 

wasted time in determining cause of failure.   

• TCPSTART – Monitors client/server connections. 

• Restrict the detection to specified client-server connections 

 



Event Detector 

TCP Connection Status – (CONNSTAT) 
• Detects when a server has 0 connections 

– When you have mission-critical connections to a z/OS IP application that 
must remain up 24 x 7. 

 

– You must maintain a certain number of connections to a z/OS IP 
application to provide the necessary health indication, traffic throughput, 
or volume.    



Event Detector 

TCP Server Reset – (SVRRESET) 

• Detects when an established connection is reset 

– All server reset connection failures involving a specific application. 

 

– Any server reset connection failures and who they are most often 

happening to.    



Event Detector 

SSL Handshake failure – (SSLHFAIL)  
• Detects when SSL security negotiation fails 

– You need to be notified of all connection failures of a specific critical secure 
connection. 

 

– You need to be notified of all connection failures to a secure application. 

 

– You want to know of any SSL handshake problems and where they are 
occurring most often. 



Event Detector 

Connection started – (TCPSTART) 

• Detects when a connection has started for local/remote host or port 
– You need to be notified of all connections from a specific remote host, 

such as an external gateway. 

 

– You want to know of all connections to a restricted application and where 
they come from. 

 

– You want to know all connections between specific remote host and 
application.  



SmartTrace 

 

     

 

 



SmartTrace Gems 

Both Simple and advanced options use the same set of tools and 

interface for viewing the trace – no additional learning curve. 

• SAVE – stored all traces in one repository (no additional dataset 

required). 

 

• PRINT – a choice of printers or external data sets/HFS or even 

email.  

 

• EXPORT – to 3rd party formats CTRACE (IBM only) and libpcap 

(distributed platform), collect the packets in SmartTrace and use 

your favourite packet viewer.  



SmartTrace 
Utilities 

• Easy to use interface and utilities for managing traces 

– SAVE, EXPORT, PRINT   



Export Trace  

GR  - listing 

Report - 

viewing  

 

Exporting Traces and Reports  



Growth Tracker 

 

     

 

 



Growth Tracker 

Out-of-the-box historical reporting on network activity 

– IP Volumes, connections counts and connection durations are 

summed each day 

– Stored indefinitely 

– Multiple timeframes for reports supported 

– 14,30,60,90  day reports 

– 6, 12 and ALL month reports  

– Provides meaningful insights into network activity 

– Assists in network planning 

     

 

 



 Records growth in total mainframe IP usage over time. 

– IP Volumes, connections counts and connection durations are 

summed each day- stored indefinitely. 

Growth Tracker 



Total IP, TCP and UDP traffic  



TCP traffic by server 



TCP connections by duration 



total UDP traffic 



Problem quotes 
• “Our SNA sessions to DB2 haven’t 

changed much for years… but 

surely DB2 remote access is 

growing? If I can show that, I can 

get more resources for my DB2 

group.”  

 

 “Maybe the growth is with users 

coming in with TCP/IP?” 

Use Growth Tracker 

 Illustrate the increase over time in 

mainframe IP network activity  

 Out-of-the-box tracking, no setup, 

no databases 

 Connection and Traffic totals are 

kept indefinitely 

Predicting Growth 



IP Growth Tracker, TCP Traffic Growth 



Creating Emails 

 

     

 

 



Where to find it 



Alert Monitor 

Email Interface set up 



Alert Monitor 

Total parameters available  

• Parameters 
– $AMAPPLID     Application that created the alert 

– $AMDESC       Alert short description 

– $AMDATE       Date when the alert was generated 

– $AMDAY        Day of the week when the alert was generated 

– $AMGMTOFFST   Local time difference from Greenwich Mean Time (UTC) 

– $AMLASTDATE   Date when the alert last occurred 

– $AMLASTTIME   Time when the alert last occurred 

– $AMOCCURRED   Number of times the alert has occurred 

– $AMSERIALNM   Software generated alert identifier 

– $AMSEVERITY   Severity of the alert 

– $AMSYSTEMID   System that created the alert 

– $AMTEXT*      Alert text line * (1 through 5) 

– $AMTIME       Time when the alert was generated 

– $AMUPDDATE    Date when the alert was last updated 

– $AMUPDTIME    Time when the alert was last updated 

– $AMRECM*      Alert recommended action line * (1 through 20) when not retrieved from a CAS 

message 

– $AMCLASSID    Class of the alert 

– $AMCLOSDATE   Date when the alert was closed 

– $AMCLOSTIME   Time when the alert was closed 

– $AMRESOURCE   Resource name causing the alert 

– $AMRESID      Resource name if a second one is needed 

– $AMRESCLASS   The resource class 

– $AMRESTYPE    The resource class type 

– $AMELAPTIME   The amount of time (hh:mm) between when 



Alert Monitor Email Interface 
Sample NCL Procedure 



Via Process definition 
 

3
4 

 



Alert Monitor Email Interface 
Receiving emails 



Charts and Graphs 

 

     

 

 



Being truly mobile  

doesn’t mean being 

tied  

to one device.  

Our solution works  

anywhere the user  

needs to be.     

Performance Charts/Alerts Mobility 

Post GA 12.1 

 



Mobility in the workplace 

 
 



Performance Charts for Networks 

What it does 

Mainframe server retrieves 
mainframe network 
performance data from 
NetMaster, then generates 
graphical mobile web 
pages to display it. 
 

• Real-time IP network flow analysis 
data helps problem diagnosis, and 
shows network usage patterns of 
critical mainframe applications and 
servers. 

 

• Historical high level TCP/IP network 
traffic growth data helps operational 
reviews and capacity planning. 

 

What it looks like 



Performance Charts for Systems 

What it does What it looks like 

Mainframe server 
retrieves performance 
data from SYSVIEW 
then generates 
graphical mobile web 
pages to display it. 
 

• SYSVIEW reaches deep into 
the operating system to 
measure every aspect of 
system, user and resource 
activity. 

 

• . 

 



Integration to other CA Products 

 

     

 

 



NetMaster – CA CE APM Integration 

Text-only option 
Provides  metric feeds 

from CA NetMaster®  

 

Viewed via Introscope 

Investigator 

Introscope 

dashboards 

Introscope reports 
 

CA NetMaster® r12.1 and CA APM 9.x on 

Linux or Windows 



Alert forwarding from  

OPS/MVS EMA 

 

MVSE 

OPS/MVS 

NetMaster 

NMSSI 

MVSD 

OPS/MVS 

NetMaster 

NMSSI 

MVSC 

OPS/MVS 

NetMaster 

NMSSI 

MVSB 

OPS/MVS 

NetMaster 

NMSSI 

MVSA 

OPS/MVS 

NetMaster 

NMSSI 

OPS/MVS EMA network using LU 6.2 & CCI 

NetMaster Links enables all alerts to be seen and processed on every NetMaster 

AOALERT 

request 

NetMaster 

Alert Monitor 

NetMaster – OPS/MVS Integration 



Integration with other products 

SysView Command entry   

• Issue Sysview commands from WebCenter   



CA Chorus™ Infrastructure Management                              

for Networks and Systems 



Q&A 
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