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Configured Role

Enabled Attributes 

Enabled Additional Protocols

Role Description Reports

Reporting and Policy Authoring

Access=all statuses, all policies

Provides a single role for all Reporting and Policy 

Authoring privileges.

Role Permissions:

• Views incidents and reports

• Remediates incidents

• No access to incident details

• Authors policies and policy groups

• Control Discover scans

• Manage credentials

• No response rule authoring privileges

None

Status Attributes

Status Group Status

Open New, In Process, Escalated

Closed Resolved

Dismissed False Positive, Configuration Error

Protocols

TCP: Telnet TCP: SSH TCP: SSL TCP: Pop3

TCP: IRC TCP: EDonkey TCP: Gnutella TCP: BitTorrent

TCP: Napster TCP: DirectConnect TCP: FastTrack
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