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ITMS Management Views

Enhanced Console Views are now called “ITMS Management Views”
Ul

Sl M CIS |@ https://smp/altiris/consale, ,Oj 1143 €9 swp symantecMan... x | [ aurelia software - Goo... | A \ihitepapers - Arellia | 0" "oy secure mnbmt;s...' | I 9. 603

| Ble Edit ¥ew Favorites Took Help

.
Symantec - == J L 2
Help and documentation. ™ U I T ¥ symantec. »
Console Home Manage Actions. Reports Settings Session Help =
All Computers -4 WIN7  Domain: SES MAC: 00-0C-29-45-74-F2
) Computers w W 55 et et o e | 10109137 Users SES\Adminstrator 05: Windoves 7 i
o . 2 Search in ‘Al Computers’ | & ¥ 1
° s g & | Search in A1 Compute Ll | General Identification 3
dnagemen IeWs depena on: 5] @ e 5
2 I Favorites - || @y smsweesi0 A ooy OO0 ]
10.21.28.26 :
Installed Agent _) i el .
S M P T d | ) SYM54484511 - Fully qualified name: WINZ.ses.local
5 Mew Computers 10.20.25.82 . gg Primary account: SES\Administrator
Logged on account:  SES\Administrator
| SYMs4464512
. 5 All Computers ~ || Thanonn ~ ) d Operating system:  Windows 7 Professional / 6.1
- -20.28. y -7 05 language: English (United States)
Inventory Solution 2| smomess £7 Windows 7 geumsmse: - o (et e
Search P& 10.20.29.132
. ). Favorites dj SYM54464519 + Jobs/Tasks
S ft t S | t et 10.21.28.31 = o
ortware management >olution Uy sy e O e schedule 1 | [seorh 2|®
)
& TEC VM Set 10.21.28.24 Description Start Time Status Status Detail
SS et M a n a e e nt & i;"‘:s_"_‘:‘;“l? @l Quick run on WI! 10/2/2013 10:40:1( (B) Success Completed
A g l Nn Computer Views and Groups & 4] SVMsa6is2 & Quick run on WII 10/28/2013 10:02:51 () Success Completed
Search )| @ 1 r
2 P& 10.20.16.28 Wb Quick run on WII 10/25/2013 5:20:31 (5 Success Completed
[ Al computers ) SYM34464531

Manage the environment from a single view for: S 8

- . . . 4 ;\;[T;J.B?
Filters\Targets\Organization views ) computes g

. Jobs / Tasks 192.168.1.65
WIN7XB6

Computers and Software Resources — W

) WIns1

Jobs/Tasks oy Sofvers s ==
Policies

192.168.64.150 -

Allows you to review summary information in one place




New Features
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Software Navigation
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Enhancements to Software Navigation

Folders contain the
filters used to
organize various
types of software

Standard tree
structure instead of
the previous flat
structure

Similar options
found in the
Computers View
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All Software Products

Filter builder

&.- Discovered Unreviewed Software
‘ Installed Products
& User Saved Searches
L Mac Software
¥ Windows Software
4 ) All Software
&» Al Software Components
‘ All Software Products
% All Software Releases
% all Software Service Packs
ﬁ All Software Updates

557 available - 1 selectad .
Software Filters NEEE presents different
|5'-‘-*:*‘*F - P& pter s~ | Criteria options for

| Search in Al Software Products”

each SW category

MName

et

- Microsoft (Version 1)

=
4

Mot

.NET Framework 5DK 1

Usage
NET Framework SDK 2 [ |

Microsoft (Version 2)
7-Zip 9.15 (x64 edition) English x64
Igor Pavlov (Version 9.15.00.0)
7-Zip 9.17 (x64 edition) English x64
Igor Pavlov (Version 9.17.00.0)
Access Runtime 2002

Microsoft (Version 10)

Access Runtime 2003

Microsoft (Version 11)

Access Runtime 2007

LowN

! Installed and used - 0 || Installed but unused - 1

New Filters can be based on
Software Product, Component

4 || Deliverable Software Import Software

n Software Products »
¥4 Software Releases Show/Hide Filters

% Software Service Packs Nevi

Manage Software Catalog

Release, Update or Service Pack

icrosoft (Version 12)
unting Express 2008

Manage Licenses

Owver deployed

icrosoft (Version 3)

| Search

2@

Folder

ﬁ Software Updates
4 ) Licensed Software

Can create new
Folders and Filters

[ 1.

. Adobe Systems (Version 7)

- Adobe Systems (Version 8)

Name Software

Usage:
SYM54464507 7-Zip 9.15 (x64 edition) English x64 ne

Last Used Install Date

8/23/2010

Software Filter

ActiveSync 4

Microsoft (Version 4)

Adobe Acrobat 7.0 Elements

Adobe Systems (Version 7.0.0)
Adobe Acrobat 7.0 Elements English
Adobe Systems (Version 7.0.0)
Adobe Acrobat 3D 7

Adobe Acrobat 3D 8

Adobe Acrobat 8.2.6 - CPSID_B83708
Adobe Systems

Adobe Acrobat 9.2.0 - CPSID_50026

Adabo Tuctomo

» Policies installing this software

i



Additional Software Management Enhancements

Drag and Drop actions were reviewed
and fixed across ITMS Enhanced views.

Notifications and warning messages
were added for invalid Drag and Drop
actions.

SWD policy created by Drag and Drop
now contains information about
software to be delivered by this policy

Drag and Drop of multiple software to
computers now forbids creation of
software delivery task

The checkbox is disabled and only the
creation of the SWD policy is allowed.
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Symantec Management Console

Policies v Software v Managed Software Delivery v+ New Delivery Policy for FileZilla 3.3.5.1 win32

New Delivery Policy for FileZilla 3.3.5.1 win32

Policy Rules/Actions - 1 software
Softvare Policy settings Software Publishing

Add software that must be installed. Add dependant tasks and software service packs or updates.
*+ Addv & <+ | X

ElFiezila 3.3.5. 1 win32 #~, Filezilla 3.3.5.1 win32

Dependency Tasks

Compliance settings
Service Pack and Update Tasks e e

Perform software compliance check using:
Software Resource Keys.

Deliver software G i3

The following software will be deliverad to "My Demo Target' computers.
Click the link to edit the software.

%ﬁr Package: lAdobe Reader 9 - English (United States) - J |

Version: 1382745709

g4 Command line: llnstall for all users with no UL - J

Type: Install
Detail: msiexec.exe /i "Adobe Reader 9.0\AcroRead.msi” fgn AL... |

%‘ Package: lFiIeZiIIa_3.3.5.1_win32-setup.exe - J

Ensure software stays installed using a policy

|Deliver software| [ Cancel |




- All Software Products
CC7 available - 1 selected

Other Software Management enhancements

Software

Resource Type

Added

oject Standard 2003
ot

. D
Add Filter Criteria =
| Search in Al Software Products’ )3|

Manufacturer
and Version
Added

MName
PP L | ST 12 )

. Microsoft Project Standard 2003
Microsoft (Version 11

= Microsoft Project Standard 2007
Microsoft (Version 12)

" Microsoft Project Standard 2010
Microsoft (Version 14)

Software Produc

Potential
savings:
£0.00

Licenses

Under deployed

Usage

s Installed and o




Agent Health
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Agent Health

Agent Health is now tracked in the console

- . L. . . Healthy
lcons in the computer list indicate if an oe
agent has a status of Healthy, Needs :
Attention, Untracked, or Unmanaged. TR 10.10.7.150
| IGO0
Agent Health is not a real-time monitoring Pt
feature.
| D7
This feature is based on data stored by SHEREEE 10.10.7.132
Notification server when processing events SGC-SALES-7
and messages received from agents 192.168.4.7

Health status changes may occur with
some delay.
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Agent Health

Calculates overall agent health for each
computer returned by selected filter.

If computer has all criteria in “healthy”
status, then overall status is counted as

“healthy”

If computer has at least one criterion in
“attention required” status, then overall
status is counted as “attention required”

If computer is not targeted by any of TAS
policies, then overall status is counted as

“untracked”

Unmanaged computers don’t have any

status icon.

Overall agent health icon is also displayed
on “General” flipbook page of computer

details.
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'é DC Domain: SES MAC: 00-0C-29-C4-60-1C

55 10.10.7.130  User: SES\Administrator 0S: Windows Server 2008 R2 Enterprise

| € General Agent Health Identification ))
1 Healthy & ©

Agent Communication: B Last received: 3/4/2015 4:58:44 aM % FL

~ 1, SD7 Domain: SES MAC: 00-0C-29-4E-90-52
Configuration Requests: £ Last reqg] =% 10.10.7.132 User: SES\Administrator 0S: Windows Server 2008 R2 Enterprise
Basic Inventory: &4 Last recd | € General Agent Health Identification ))
@ Needs attention & &
Agent Communication: < Last receive 4 SGC-SALES-7 Domain: 5GC MAC: AA-BB-CC-CO-00-07
192.168.4.7 User: SGClsge_sales_user 05: SUSE Linux Enterprise Server
Configuration Requests: \!} No connecti T \
| € General Agent Health Identification )J
Basic Inventory: @ Last receive -
/) Untracked # &
Agent Communication: (/) Last received: 10/25/2013 11:02:53 AM ﬁ 3
Configuration Requests: (/) No connection data L
Basic Inventory: /) Last received: 10/25/2013 11:02:53 AM ‘-‘:'B
\\( Operating Systems Agent Health )
£ ©
Overall Health Status Health By Category
Agent Communication: 43% | 14% |
Configuration Requests: 43% | 14% |
Basic Inventory: 43% | 14% |
Healthy
™ Needs attention
Untracked
Unmanaged
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Agent Health

The overall health indicator is on the top center

An Untracked status can be remedied by pressing
the “TAS Icon” to determine if the Computer is
targeted with an agent policy

If the agent health is needing attention:

Click on the health indicator to view more detailed
information about the agent health problems and
what actions to take to resolve them:

Overall health status indicator are categorized by
agent health status rows.

Agent health category status name
Category agent health indicator
Agent health category information message

Action buttons to help to resolve the problem
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~n, SD7 Domain: SES MAC: 00-0C-29
9 10.10.7.132  User: SES\Administrator  05: Windo

| € General

@ MNeeds attention

Agent Communication; |

Agent has not communicated for the last 153 days.
1) Please check the network connedtion to the dient computer.
2) Please check the targeted agent settings

Agent has not sent basic inventory for the last 153 days.
1) Please check the state of the agent on the dient computer
2) Please check the targeted agent settings

Configuration Requests:

Basic Inventory:

Identification

2)

& e

1, SDY Domain: S5ES MAC: 00-0C-29-4E-90-52
9 10.10.7.132  User: SES\Administrator  05: Windows Server 2008 R2 Enterprise

| € General Agent Health

Identification )}

@ MNeeds attention

N

Agent Communication: F3]Last received: 10/1/2014 11:17:49 AM

®No connection data

Configuration Requests:

b

Basic Inventory: ¥ [Last received: 10/1/2014 11:17:49 AM

v

&‘h A

13




Additional Enhancements

General flipbook page now shows
agent health information and
information about task server the
agent is currently bound to.

By clicking on agent health icon
user will be redirected to “Agent
Health” flipbook page.

~ 1 WINY Comain: SES
“SEO10.10.7.137  User: SES\Administrator  05: Windows 7 Professional

MAC: 00-0C-29-45-74-F2

W

General
Resource name: WIN7

Domain: SES

J Server: SMPp

€ 7y
= |

£7 Windows 7

w Jobs/Tasks
7 New schedule |

Description

€ Quick run Send Basic Inw 2/27/2

wbh Quick run on WIN7
% Quick run on WINT

wbh Quick run on WIN7

Fully qualified name: WIN7.ses.local
Primary account: SEs\Administrator
Logged on account:  SES\Administrator

Operating system:  Windows 7 Professional [ 6.1 f Business [ Service Pack 1

05 language: Englizsh {United States)

Pagfic standard Time
Task server: SMP

Agent Health 2»

P

Start T

10429/
(Rest 10429/

10425/

’g WIN7 Domain: SES MAC: 00-0C-29-45-74-F2
S5 10.10.7.137  User: SES\Administrator  05: Windows 7 Professional
| € General Agent Health Identification )J
4 Healthy &£ &
Agent Communication: & Last received: 3/3/2015 6:24:55 AM ﬁ Y
Configuration Requests: @ Last request: 3/3/2015 6:24:43 AM @
Basic Inventory: B Last received: 3/3/2015 6:19:42 AM %\h
w Jobs/Tasks
T New schedule | 41 Search Pl f_g_":
Description Start Time Status Status Detail
b Quick run on WIN7 10/292013 10:40:16 AM D Success Completed
T Quick run on WINT (Restar 10/29/2013 10:02:50 AM D Success Completed
b Quick run on WIN7 10/25/2013 5:20:31 PM D Success Completed




Agent Health Summary

There is a new summary view for Agent Health #‘ﬂ“ﬁ“‘g :

via the double chevrons in the center list of computers _ \ B e v 2 ' 5
|_\( Operating Systems Agent Health J
) ) é‘h & (§) Managed > |= =
Status types include: Healthy, Needs attention, — — ® AgentHeath ~ =~ | untracked
el us 2a egory 4 13
Untracked, and Unmanaged. ) ————— "
. . . add Explicit Criteria
Clicking on any category or health status in the N e N
summary view will automatically modify the A— oo e
resulting computer list. g b sccrns
192.168.2.3
SGC-HR-4
Clicking the grey portion of the Pie Chart will cause \_ ) trteald_
the filter definition to change on the right pane 2 102 158420
SGC-SALES-T
) . Healthy < 19216847
Client computers with a status of Untracked are S e )
now the only computers listed in the computer list Unmanaged
pane.

Note: This is a temporary change. To modify a
filter’s definition permanently, the user would click
the Save button.
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Agent Health Alert Thresholds

Alert thresholds are set within the agent’s assigned Targeted
Agent Settings policy.

An icon has been added in the upper right corner of the
Agent Health flipbook page

The Targeted Agent Settings policy contains a new tab for
agent Health Evaluation to specify custom thresholds in
number of days for:

Network Connectivity

Configuration Requests

Basic Inventory

These thresholds are only used to calculate agent health on
the management server and not the Agent

Different thresholds can be set for desktops versus laptops or
servers

‘é CEM Domain: ALTIRISDEMO MAC: 00-0C-29-CS-FA-D3
“SE108.77.240.108  User: ALTIRISDEMO'\altadmin 05: Windows Server 2008 R2 Standard
| € General Agent Health
@ Needs attention

M All Desktop computers (excluding "Site Servers')

Modify agent settings for computers in this group.

Genearal UNIX/ Linux/Mac Downloads Blockouts User Contral Advanced

Choose how Agent Health is evaluated in Computer view of Symantec Management Console.

Health Evaluation |_

Network Connectivity

Agent healthy if connection test received within |1 days.
Configuration Request

Agent healthy if configuration request received within |1 days.

Basic Inventory

Agent healthy if basic inventory received within |1 days.
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Redesigned Symantec Management Agent User Interface

-~

(&

o

Symantec Management
Agent windows are now
combined into one

@ Symantec Management Agent (Administrator)

=N ECR ==

J

Administrator
account Exposes
additional options

Agent Settings %Updane Configuration Basic Inventory \l"iew - 9 Help +
& Status: OK a0 10 32 &
@ Agent Settings | % Software Delivery | &) Task Status-| [ 1 Software Updates | 7a Lc-gs-|
Identification Al
User Options ® Notification Server: SMPp
v - Computer ID: {CBAD41C6-7663-45B1-97E9-T151 ABBG194C}
¥ Show popup notific.. Computer Name: WINT seslocal
¥ Enable tray icon Configuration 2
Requested: 3/2/2015 7:18:48 PM
. Changed: 3/2/2015 6:52:40 PM
-3
— = Interval: 5 minutes
¥ Enable bandwidth c... Basic Inventory s
™ Dicallow maintenan... Sent: 3/2/2015 7:12:50 PM
Interval: 10 minutes
I Block network activi... E
Network Status ES
Notification Server: Connected via HTTPS
CEM Mode: Cloud-enabled Management mode is enabled but inactive
Metwork Usage: Unrestricted
Maintenance Windows: Mo maintenance windows configured ¥
¥ Warnings
Agents/Plug-ins S
¥ Informational
Agents/Plug-ins Version | Install Path
I Trace Altiris Power Scheme Task Plug-in 753219 C\Program Files\Altiris\Altiris Ager
Symantec Workspace Virtualization Agent 7.5.770 C\Program Files\Symantec\Works|
Altiris Base Task Handlers 761383 C:\Program Files\Altiris\Altiris Ager| |
Altiris Client Task Agent 751383 C:\Program Files\Altiris\Altiris Ager
Inventery Rule Agent 761383 C\Program Files\Altiris\Altiris Ager
Software Management Framework Agent 751383 C:\Program Files\Altiris\Altiris Ager
Symantec Management Agent 761383 C\Program Files\Altiris\Altiris Ager
Altiris Application Metering Agent 761395 C\Program Files\Altiris\Altiris Ager
Aliie Temssmmbmm s A ommmd T &10K8 T Nemmrmms Cilash Aleist Aldieis A mme S

17




Redesigned Symantec Management Agent User Interface

=0l x|

. Agent Health -
Agent Settings pd Diagnostics « View - @ Help -
/ \ Changes Color for

Symantec Management | [2s=== Severity RN

6 Mo new configuration is available on the server
3/3/2015 10:29:39 PM

Agent windows are now e

& server URL: II—E?:;’IMSMPIAWHS
combined into one o
- /

'foi_iz'j:.' Symantec Management Agent (Administrator)

&) Agent Settings | % Software Delivery I 4] Task 5131115' [ 1 Software Updates I %ﬂ Logsl ﬁT Policiesl

a0 Hotification Server Tasks Identification =
Admlnlstrator Notification Server: SMP
fil
= Import Profile Notification Server URL: HTTPS: {/SMP fAltiris
account Exposes %, Edit Server URL Computer ID: {57FBEDGF-CB35-4731-9BFF-6 1DD0C3E22A8}
dd . . I . Computer Name: SMP.ses.local
Reset Computer ID
additiona Opthl’lS ] Configuration .
Reguested: 3/3/2015 10:29:35 FM
User Options Changed: 3/3/2015 9:34:35PM
o Interval: 5 minutes
v Show notifications
papR Basic Inventory =
¥ Enable tray icon Sent: 3/3/2015 10:24:37 PM —
Interval: 10 minutes
Global Options Hetwork Status -3
. Notification Server: Connected via HTTPS
¥ Enable bandwidth control CEM Mode: Cloud-enabled Management mode is disabled
™ Disallow maintenance tasks CElolsis e
I™ Block network activity Maintenance Windows: Mo maintenance windows configured ¥
Anante /Plun-ine e LI
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Filter and Target Enhancements
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Filter and Target Results Reporting

The View Filter Results Report is accessed via a
new icon that resembles a sheet of paper

With the Filter Results Report, a user can build
out a filter much more intuitively than with the
standard interface

The builder is perfect for ad hoc data mining.

Resource associations as well as data classes can
be selected in the same column area

Great for Dept, Cost Center, Location to Computer

The results layout can be customized and saved
per user to the filter so they can be brought up
again.

You can drag and drop columns, sort the columns
and right click to remove headers.

The results can also be exported to CSV and
imported into a spreadsheet program for
additional customization.
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2

] 10.10.7.130

Domain: SES
User: SES\Administrator  05: Windows Server 2008 R2 Enterprise

MAC: 00-0C-29-C4-60-1C

Y Live Demo Syste
4 available - 1 ==l ? Query Builder' filter
e KT

3
B R

General

Agent Health )}

(@) IP Address * |10.10.7. P |\

Besource name: DC

Add Fil{
Filter Results Report

Add Ex|

Configure report results view for "Live Demo Systems' filter.

Select columns for report

Report results view _gp

T N\

L)

Search

/

=)

» ¢80 Associations

4 Uél Data Classes

I J.Iél Access Control Lists Windows
A Wi ! Uél Accounting Information

10. > |{g Active TCP/UDP Ports
) J.Iél AddRemoveProgram

| Uél Admin Group Members

b | aex ac certificate
> |1 mex AC Client Agent
| “él AeX AC Client Connectivity
L J_lﬁ AeX AC Discovery
4 |[[g] Aex AC Identification
[ BICS Serial Number
[} Client Date
1+ Domain
| FQDN

O D
Nl /I

Y 4

-

! “él Advanced Settings Define VMware ESX

|'j

Name
SMP
WINT
DC
sSD7

N.anz Name

IT Lindon Lindon

Domain
SES

IT Lindon Las Vegas SES
SES

SES

0S5 Name

Windows Server 2008 R2 Enterprise
Windows 7 Professional
Windows Server 2008 R2 Enterprise

Windows Server 2008 R2 Enterprise

IP Address
10.10.7.131
10.10.7.137
10.10.7.130

10.10.7.132

/ items

|| Save the selected columns for "Live Demo Systems' filter.

el e




Target Folders

* Can make new folders in the Target View

Symantec Management Console

* Organizing targets into folders makes them easier Select a resource target

to locate. Available targets:

. . Folder: | Select a folder v lulsearct

* Organize targets based on Task scenarios rarget nd™ Ml Default Targets Folder
: —J NA-Domain

. . . Cenhe —1 SA-Domain

* Organize targets based on Location scenarios SRS G servers
A;i E::F- ] Workstations

* Organize targets based on Policy scenarios AIX Servers requiring Monitor Plug-in installation

AlX Servers requinng Monitor Plug=-in upgrade
AlX Servers with Monitor Plug-in installed

¢ When aSSigning d target tO d p0||Cy USing the QUiCk All Computers having NS, TS and PS with IIS and HTTPS configured {Win >
Apply, users can now browse and search for All Computers having NS, TS and PS with 11S and HTTPS configured (Win | | 8

All Computers Requinng Deployment Automation Folder upgrade on Linuz

ta rgets using the folder structure. All Computers Requiring Deployment Automation Folder upgrade on Mac(

All Computers Reguiring Deployment Automation Folder upgrade on Winc




Filter/Target Improvements

| 2 Copy of UNIX/Linux/Mac Servers
: 303 anvailable - O selecsd

iy Dlsou\raed Unrewewed Software

“New Filter” and “New Target” buttons Added

Creates a filter or target with one click

. . ; hit-pc-0 ;’E T Au"f:.f:;: a?:eli:gid
New Buttons added to other items in the console 192,168/ Name P -LTHMQ e
dy 1 MNaim: 306 :(:llab—-?r?;:ct:dum
Builder section is expanded Automatically w a»| Search in Al Software Arodicts S IS
When creating new filter using “New filter/target” rurser NET Framework SDKC 1 3
button so user can start adding criteria. -
p'l Computers @a -E'::a?hll—ea—r%‘:sle:taﬂ
Builder is disabled during a selection change Filter 9 ErER
o . Targets b3
When user selects filter or target in tree the search Bl M indueiexduie -
filter/target builder is disabled > s Favorites [ Scarch in New Target o
. . . . b g System Name
Spinners start rotating and “Loading...” message is > B Regional Targets o sl o
shown to prevent user interaction with filter builder & New Target
during data loading process until all data is loaded. @ TEC VM Set
ﬁh UNIX/Linux/ Mac Servers
wier] Load g,
Sy | Search in ‘Copy of UNIX/LinuwgMac Servers' D I CE i
Marme
Copyright © 2014 Symantec Corporation .
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Filter/Target Builder Enhancements

Previously, the “Save” button behaved
as “Save As” which was confusing for
users

Now filter/target builder have separate
buttons for “Save” and “Save As”
functionality, so the user experience is
the same as for other software
products

When a selected filter or target is
“read-only” then “Save” button is
disabled

Copyright © 2014 Symantec Corporation

11—‘7 New Filter
1005 available - 0 seledted, "hsery Bullder” filter

& of= W)7

Add Filter Criteria -

Add Explicit Criteria -

Mame
A A-S2003R2SP1

= Microsoft SQL Servers
- 1003 zwailable - 0 salected
& ¢

5
| @ Include v || 5F Flter

S Al sQL servers for Group View

Add IncludefExclude -

| Search in Microsaft 500 Sarvers’

Mame
i A-S52008R25P1
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Usability Improvements
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Filter/Target builder Improvements

Extended default criteria list for computer filters.
Added “Name” criterion
Removed unneeded joins and fields for performance improvement
“New Computers” filter now uses relative date picker control

Added new criteria for Agent Health feature

Extended default criteria list for software filters.
Software Products: added “Name”, "Usage Tracked” and “Version” criteria
Software Releases: added “Name” and “Version” criteria
Software Component: added “Name” and “Version” criteria
Service Pack: added “Name” and “Version” criteria

Removed unneeded joins and fields for performance improvement




Filter/Target builder Improvements
Copy\Paste support for filter builder grids

Now users can Copy and paste information from filter/target builder.

To do that user has to select a computer or software resources in resource list of filter/target builder
and press Ctrl+C.

Data of selected resources will be copied to clipboard as Tab separated text.

Filter evaluation updates membership automatically if last update was >than 1 hour
Uses SMP API for filter evaluation.
Periodic membership updates made by SMP affect only filters used in any policy or target.

If filter is not used in policy or task (especially software filters) it’s cached data will not be up-to-date
and filter builder will show improper resource list for that filter.




ITMS Views Settings

Provides performance enhancing and NS load
reducing features

Search Behavior set to After you press enter
allows the console to not Query for every
letter typed in a search

Allow IME option allows you to use IME to
input double-byte characters on these pages.

Enable Load on demand is enabled by default
and reduces the results in the lists

The items in the lists are displayed in chunks you
specify

You can also specify the number of items to be
displayed in one chunk.

The rest of the list collapses and is loaded on
demand.

ITMS Management Views Settings page refactoring

ITMS Management Views Settings

¥ General

Search behavior:
\*) As you type

After you press enter

Allow IME (Input Method Editor) for entering double-byte language characters

— |
4000

Enable load on demand for trees

Limit tree items loading chunk (0 - no limit, max - 500):

Limit Computer and Software results list to (1 - 100000):

| 0K || Cancel |




ITMS Views Refactoring Example

You will only see 5 levels
deep on Targets, Filters &
Computer Views & Groups

E ITMS Management Views Settings

] £k General

Search behavior:
(*) As you type

() After you press enter

Set Tree Chunk to
a maximum of 5

L

D Allow IME (Input Method Editor) for entering double-byte lams

E| Enable load on demand for trees
Limit tree items loading chunk (2 - no limit, max - 5007

Limit Computer and Software results list to (1 - 100000):

Set Results to a
maximum of 5
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Management
Console

s Favorites
4 gy System

_ Altiris Deployment Solution 7.6

_ Altiris Meniter Pack for Servers 7.6

B
e
Iy . Altinis Patch Management Solution
B>

. Altiris Patch Management Solution for M:
@ click to load more...

4| J 3

. Altiris Patch Management Solution for Lil

Computer Views and Groups

e

| Seari

[ ﬁ All Computers
4 49 Active Directory Domains
4 i3 ses.local

& Builtin
&3 computers
[ Domain Controllers
[ ForeignsecurityPrincipals
i3 Managed Service Accounts

@ ciick to load more...

Rle®

-

I 2 AP] - Remote Systems - Target
&) Computers &% 507 10 available - 0 sclected
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