Siteminder external authentication:
Navigate Administration->Admin UI->Configure Administrative authentication
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Click On Next
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Select AD and click on Next
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Enter the host, port, username and password, and click on Next
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Enter the search root and click on Next
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Select the AD attributes and click Next
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Select a super user by searching in the external store

[bookmark: _GoBack]Click on finish and Jboss for admin UI restarts.
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Tt does not appear that you are accessing the Administrative UI through a CA Single Sign-On protected reverse

roxy: if you would like to enable CA Single Sign-On authentication, you must configure a CA Single Sign-On Web
t to protect a reverse proxy server which must then be used to access the Administrative UL
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[ You are about to configure a connection to an external user store. This Administrative UI will only authenticate administrators that are present in this store. As a result of the
lconnection, this Administrative I will stop using the policy store to authenticate administrators. Discontinuing the use of the policy store to authenticate administrators is

[permanent, however, it only applies to this Administrative UL If you have installed more than one Administrative UL, and have not yet configured them for external authentication,
lthey will continue to use the policy store to authenticate administrators,

Iclick Cancel to continue using the policy store for administrator authentication. Click Finish to create the connection.
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