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SSIM 4.7 – Agent (released)

• Enable or disable encryption

– Improved performance

• Agent Failure Notification and Automated restart in Windows 

• Event Queue size configurable 

• Agent Data Bandwidth Management

– Throttling schedule

– example: “On Tuesday, Friday, Thursday between the time 15:30 and 
19:30, the agent can use 2K/sec(2048 bytes/sec) of bandwidth”

Symantec Confidential – Features and roadmap subject to change
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Custom User Actions
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Magic Web Portal
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SSIM (xml) + XSLT = Google Earth (kml)
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Ticket Response via iPhone?
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NetBackup / SSIM – Use Case
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• Monitoring the failure/success of NBU jobs. 

• Related OS events that might have caused problems 

– (drivers not loaded, etc.) 

■ Media_Device

■ Size of the media or size of the copied data

■ Name of tape, drive

■ Name of session

■ Verification

■ Verification_Start

■ Verification_Success

■ Backup_Start

■ Backup_Cancel

■ Backup_Suspended

■ Backup_Resume

■ Backup_Complete

■ Restore

■ Restore_Start

■ Restore_Paused

■ Restore_Complete
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Why Did You Buy SSIM?

• Continue Symantec relationship

• GIN/DeepSight real time feed of security information

• Compliance controls and reporting

• Solution TCO/ROI

• Capability (which one)?

• Inherited solution

Control Compliance Suite 11



Roundtable Discussion Topics

• Metrics for executive focused dashboards

– What information is most relevant?

– Data Sources

– Format: dashboard or reports

– SANS, NIST, common framework, internal company metrics

• Current usage scenarios

– Log aggregation, Threat detection, Compliance

– Unexpected benefits?

• Biggest threats to organization

– Insider

– Perimeter
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Thank You!
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